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About this Manual

1 ABOUT THIS MANUAL

IQVISION is a supervisor tool for Trend Building & Energy Management Systems (BEMS). It is based on the
powerful Niagara 4 (v4.2) software framework and uses the Trend IP Network Driver.

This manual describes how to install IQVISION and configure the Trend Driver to allow Trend system data to be
made accessible to the Niagara framework.

It consists of the following main sections:

About IQVISION

This section gives an introduction to basic system principles and the IQVISION user interface.

Securing IQVISION

This section provides guidance on security issues to be considered when installing and using IQVISION.

Engineering Procedure
This section describes the process of engineering IQVISION.

Installing IQVISION
This section describes how to install IQVISION.

Licensing IQVISION
This section describes how to obtain and install IQVISION license files.

Initial Setup
This section covers the procedures that must be followed to get IQVISION ready for use.

Building a Site
This section describes how to configure IQVISION to read data from a Trend system/site.

Controlling Complex Occupation Times
This section describes how to configure IQVISION to control occupation times on the Trend system centrally.

Configuring Alarms
This section describes how to configure IQVISION to receive and process alarms.

Creating Schematics (PX Pages)

This section gives basic guidance on creating PX Pages that enable end users to navigate and access the
system.

Set Up IQVISION Users

This section describes how to configure users in IQVISION to ensure each user only has access to the
appropriate information.

Backup & Restore
This section describes how to backup/restore the IQVISION configuration.

Using IQVISION

This section covers general day-to-day operating procedures aimed at end users.

Migration Tool
This section describes how to use the Migration Tool to migrate data and schematics from other Trend tools

(e.g. 963 and IQ®SET) into IQVISION.

It is assumed that you understand how to use Niagara 4. For further information you should refer to the Niagara
documentation which is installed during the IQVISION installation. It can be accessed from the IQVISION Help
menu.

- _____________________________________________________________________________|
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About this Manual

1.1 Conventions Used in this Manual

There are numerous items and instructions in this manual, the conventions below are designed to make it quick and
easy to find and understand the information.

. Menu commands are in bold type.

. Buttons, and options in dialogue box that you need to select are in bold type.

. The names of text boxes and dialogue boxes are in bold type.

. Key combinations that you should press appear in normal type. If joined with a plus sign (+), press and

hold the first key while you press the remaining one(s). For example CTRLAS indicates holding down
the control key while pressing S.
. Text you should enter is in ltalic type.

1.2 Contacting Trend

Head Office
Trend Control Systems Limited
Albery House
Springfield Road
Horsham
West Sussex
RHI2 2PQ

Tel: +44 (0) 1403 211888
Fax: +44 (0) 1403 241608

Details of regional offices can be found on our web site.

Internet
Our company web site (www.trendcontrols.com) provides information about our products and us. Accredited
partners should contact our PNet support web site (https:/partners.trendcontrols.com).

Technical Support

Our support department provides technical support during normal office hours. Before contacting our support
department ensure that you have your Technical Support PIN number available, without this we will be unable to
provide you with any support.

Tel: +44 (0) 1403 226600

Email: trendts@trendcontrols.com
Fax: +44 (0) 1403 226310

Note: Trend Technical Support are only able to provide support for IQVISION and the Trend driver features described
in this manual. They are unable to provide support for 3rd party drivers and undocumented aspects of IQVISION'’s

operation.

Technical Publications
Please send any comments on this or any other Trend technical publication to techpubs@trendcontrols.com.
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About IQVISION

2 ABOUT IQVISION

IQVISION is a supervisor tool for Trend Building & Energy Management Systems (BEMS). It is based on the

powerful Niagara 4 software framework. This section describes the key features of IQVISION and its user interface,
and introduces some of the terminology used.

Using the supplied Trend IP Driver, IQVISION can connect to multiple Trend sites and access site data in order to
monitor or adjust the site operation. System data is held within a database and is accessible in raw format or presented
in specially-designed graphical pages known as schematic or PX Pages.

IQVISION connects to the Trend network over Ethernet using a vCNC in a Trend device. This gives access to the

Trend devices on the associated (local) Trend LAN and, where a VINC (or INC) type node is also present, access to
devices on the wider internetwork.

IQVISION

Controller

L

Trend LAN
Ethernet : \
Te-HHNe [
AT ~
d N
/ \
| Internetwork )
\
N /
Ny /
Ve
~ _
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21 IQVISION Architecture
211 Platform

The Platform is the topmost level of configuration and may be compared to the control panel on a PC. It is in this area
of IQVISION where you can set up:

. Communications
. Install licenses
. Fault find issues via the Application Director

Access to the Platform settings requires the user to login using the same credentials required to login to the PC.
21.2 Station

The Station manages communications with the Trend system(s) and acts as a ‘container’ for all other configuration
settings and functions. These include:

. Services - such as alarm listening and monitoring and the IQVISION Migration Tool.
. Drivers - for managing access to data in the Trend system(s) and other systems.
. Files - schematic/PX Pages used to present system information on remote client devices.

Access to the Station settings requires the user to login. Initial system configuration is achieved using a default
admin/engineering user account which is set up when the Station is created. Once configuration is complete further
accounts can be added that grant different users specific access rights according their role (see “Set Up IQVISION
Users” on page 83).

21.3 Trend IP Driver

The Trend IP driver defines the communication settings to a Trend system and provides access to data held in its
controllers and devices, including:

. Points - input values from Sensor, Knob, Switch and Digital Input modules, and output values for
Driver modules. IQVISION also supports read/write access to any other strategy module parameter
that is accessible via text comms.

. Schedules - for viewing and adjusting occupancy times (Time Schedule modules).
. Histories - values logged in Plot modules.
. Alarms - for monitoring alarm messages generated within the Trend system.

A separate Trend driver is required for each Trend Network (or Site) that you wish to supervise within IQVISION.
21.4 Other Drivers (open points)

The Niagara framework supports a wide range of additional drivers, suitable for interfacing with other manufacturer’s
building automation systems and products. This enables the monitoring and control of these systems to be fully

integrated with the management of a Trend system within a common supervisor.

Support for other drivers requires one or more additional open driver packs. For details of order codes and point
counts refer to the IQVISION Data Sheet (TA201381).
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2.2 User Interface
2.21 Application (Host PC)

This section introduces the main features of the IQVISION user interface.

IQVISION ==

Menu Bar File Edit Search Bookmarks Tools Window Help

Tool Bar o nO-8o & C - - B H #f ‘% 'a
Locator Bar—=

Aodules . golileoSupervisor % res : trendHome.html #  WebBrowserView
~ Nav
K O (& wy Network

b @ My Host: UKOYLTGFPQQ72.global.ds honeywell.com (IQv

Nav Tree

jvision] |

- Palette
w X B @ schedule

BB soarsvsi TREND

B8 Enumschedule

Palette

BB numenicschedule HOST ID: WIN-S8EEF-ABCD-EFGH.IKL
BB stringSchedule Verston: 20.1.2.3

B calendarschedule powered by
BB Triggerschedule Hslp Conteats . 4

BB sooleenscheduleselecior Thitd Parte 1 n a g a ra

B numericscheduleselector End User License Agreement
BB stringscheduleselector framework

B8 EnumScheduleSelector Version 423634
Copyright Tridium, Inc 1996-2016

2211 Nav Tree (navigation panel)

The Nav tree (or navigation panel) provides the principle means of navigating around the elements, folders and files
in IQVISION. Once configured it is here that you can view devices and points in a Trend system.

For help on using the Nav tree, refer to page 106.
2212 Palettes

Palettes are useful when configuring certain elements in the system. There are many Palettes available, but the most
commonly used in IQVISION are:

. Alarm Palette for configuring Alarm handling
. Schedule Palette ~ for configuring Time Schedules
. History Palette for configuring Histories (Plots)
. KitPX Palette for configuring Graphics and accessing default images.

For help on opening and closing Palettes, refer to page 106.
2213 Locator Bar

The locator bar provides similar functionality to the Nav tree. As you navigate around the file system the locator bar
will update to show the current location and view.

For help on using the locator bar, refer to page 106.

2214 View Pane & View Changer

The view pane is the principle work space for IQVISION. When you first run IQVISION it will display the home
page (shown above). As you navigate through the system and select different items in the Nav tree, the view pane will

change to show different information or configuration pages.

Some elements may provide more than one type of view. For help on selecting the required view, refer to page 106.
I — — ——
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2.2.2 Client Devices

IQVISION can be accessed via web clients providing that an IP connection is possible between the client device and
the PC running IQVISION.

Once accessed IQVISION provides a similar user experience to the user as when it is accessed on the main PC
depending on the device being used to access.
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3 SECURING IQVISION

31 Introduction

The purpose of this section is to provide the information necessary for those involved in the installation and
maintenance of a product or system to understand the requirements for configuring and managing the security of the
product or system.

Additional information may be obtained from:

. General Security Best Practice for Trend IP Based Products Information Sheet (TP201331)
. NiagaraAX Hardening Guide.

Both documents are available from the Trend PNet web site (https:/partners.trendcontrols.com).
3.2 Disaster Recovery Planning

When developing the disaster recovery plan ensure that it includes ALL data required to restore system operation,
including:

. Configuration files for platform(s) and station(s);
. Database objects;

. Licence and certificate files;

. Station Backup;

. Station Copies;

See “Backup the Configuration” on page 91 for details.

3.3 Physical and Environmental Considerations
The PC running IQVISION should, where possible, be secured against unauthorised physical access.
34 Security Updates and Service Packs

Ensure the PC running IQVISION and any client devices have the latest operating system updates installed, and the
latest version of IQVISION is being used.

Trend software is tested against the latest service packs and updates applicable at the time of release. For significant
operating system and Java updates / service packs, please check the Trend PNet web site (https:/partners.
trendcontrols.com) for any compatibility issues.

3.5 Virus Protection

Ensure the PC running IQVISION and any client devices are running virus protection software, and the virus
definitions are kept up-to-date.

Some virus protection software may have an adverse impact on the performance of IQVISION. In such cases request
that the IQVISION directory be excluded from on-access scan.

Further details can be found on the Trend Partners web site (https:/partners.trendcontrols.com).

-
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3.6 Network Planning and Security

It is recommended that the Ethernet network used by the BEMS system is separated from the normal office network
using an air gap, or virtual private network. Physical access to the Ethernet network infrastructure must be restricted.
You must also ensure that the installation complies with your company’s I'T policy.

The use of a Firewall and Intrusion Detection System (IDS) from a reputable provider of security products is
recommended for any IQVISION installation. Follow best practice for the products chosen as well as any corporate I'T
policy where the installation is made. Lock down the products to the particular port you’ve configured for IQVISION
HTTPS and HTTP.

Always follow the guidelines in the ‘General Security Best Practice for Trend IP Based Products Information Sheet’
(TP201331).

You must also take steps to ensure the security of any other networks connected to IQVISION (e.g. BACnet).

3.7 Virtual Environments

Follow best practice for the products chosen as well as any corporate IT policy where the installation is made.

3.8 Securing Wireless Devices

If a wireless network is being used it must be secured according to your company’s IT policy.

3.9 System Monitoring

For any IQVISION installation, especially when connected to the internet, Trend recommends the use of an Intrusion
Detection System (IDS) from a reputable provider of security products. Follow best practice for the products chosen
as well as any corporate IT policy where the installation is made.

IQVISION logs changes made to its own configuration and adjustments to the Trend control system. Many IDS
and firewall products offer a complete solution for recording all the traffic coming in and out of the IQVISION PC,
providing users with the ability to record all activity at the lowest level.

3.10 Securing Access to the Operating System

Ensure the PC running the IQVISION and any PCs used for IQVISION clients are secured according to your
company’s IT policy.

3.11 Access Control

All IQVISION files should be protected from read and write access by people and software not authorized. Trend
recommends following best practice for securing system objects, such as files, and using access control appropriately.

If Windows users are granted access to the filing system location of the IQVISION project then it is possible for them
to inadvertently (or deliberately) open, delete or edit any of the configuration and data files of independently of their
IQVISION workgroup settings.

3.12 Securing IQVISION

The IQVISION software should be configured during installation and operation following best practice. Follow the
installation procedure as described in this manual. In addition, refer to the Niagara 4 help system and Niagara 4
security guidelines.

3.12.1 Default Admin User

Initial system configuration is achieved using a default admin/engineering user account which is set up with a strong
password when a Station is created.
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3.12.2 Passphrase

The passphrase, specified during the IQVISION installation process, protects sensitive data on any station that you
create and will be required if the IQVISION station is to be moved to another PC e.g. moved to the site PC, or restored
after a PC failure.

3.12.3 Set up Other Users

Once configuration is complete (using the default admin user) further user accounts must be added that grant different
users specific access rights according their role. IQVISION enforces the use of strong passwords.

For further details, see “Set Up IQVISION Users” on page 83.
3.13 IQVISION Security Check List

Latest version of IQVISION is being used.

IQVISION installation files, configuration files (including station backup), certificates and licences are
included in disaster recovery plan.

The PC running IQVISION should, where possible, be secured against unauthorised physical access.
The Ethernet network (and any other networks) that the PC is connected to is secured, e.g. by the use
of firewalls and intrusion detection systems.

The PC is running the latest version of the Windows operating system, with all updates and service
packs.

The PC is running virus protection software.

Appropriate user accounts are set up on PC and access to files is restricted to only those who are
authorized.

IQVISION is configured to use HTTPS using a certificate from a trusted Certificate Authority.
IQVISION users are configured as required.

Ensure IQVISION is configured to backup data regularly to a secure location as per your company’s
backup policy.

ooy U0 O OO OO
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Engineering Procedure

4 ENGINEERING PROCEDURE

Before IQVISION can be used it must be engineered to communicate with the required devices and to present the
information to the user. The following steps are recommended:

. Installing IQVISION
. Licensing IQVISION
. Initial Setup

. Building a Site

. Connect to TONNs

. Connect to 3rd Party Systems
- Controlling Complex Occupation Times
] Configuring Alarms

. Creating Schematics (PX Pages)
. Set Up IQVISION Users
. Backup the Configuration
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5 INSTALLING IQVISION

This section describes how IQVISION should be installed to ensure that it operates correctly. The following steps
are required to install IQVISION:

. Check installation requirements - see ‘Installation Requirements’.
. Obtain the software - see ‘Obtaining the IQVISION Software’.
. Install the software - see “Installing the IQVISION Software” on page 20.

. Install the Platform Daemon (if required) - see “Installing the Platform Daemon” on page 20
. Configure the Windows Firewall - see “Configuring the Windows Firewall” on page 21
51 Installation Requirements

Before installing, or upgrading, ensure that the PC meets the system requirements. Refer to the IQVISION Data
Sheet (TA201381).

The PC on which IQVISION is to be installed must have TCP/IP access to a virtual CNC within the Trend network.
5.2 Obtaining the IQVISION Software
1. Log in to the Trend Approved Partners site (PNet) at https:/partners.trendcontrols.com

Note: A username and password is required to access the site.

2. Go to the Downloads area and click the IQVISION v2.0.zip file and save it to an empty folder on the PC.
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5.3

5.

5.4

Installing the IQVISION Software

Unzip the IQVISION v2.0.zip file into an empty folder.
Log in to the PC as someone with Administrator rights.

Note: It is recommended that you close all other programs before installing IQVISION. However, do not close
any virus protection software.

Run ‘Installer x86.exe’ (for 32-bit operating systems) or ‘Installer x64.exe’ (for 64-bit operating systems),
and wait for the first installation screen to appear.

Follow the on-screen instructions to:

. Read and accept the license agreement.
. Change the destination folder (if required). The default path is ‘C:\TrendControlSystems\IQVISION’.

Note: If you enter a new path it must not contain spaces.
. Add shortcuts to the Start Menu and Desktop.

Once the installation is complete the following screen is displayed.

IQUISION Installation Program e

[Jvision TEND

1G%ISION installation is complete!

Would vou like 107
[7] Launch Warkbench
[“IInstall and Start Platiorm Daemon

Note: During the installation you will be prompted to create a passphrase which ensures sensitive data on
any station that you create is protected. Ensure that you remember it and keep it safe as it will be required to
move the configured IQVISION to another PC.

Leave both options selected and click the Finish button.

Installing the Platform Daemon

If there are other instances of Niagara (or IQVISION) on the same PC then the Platform Daemon must be installed.
This will typically be set up during the installation process. It can also be installed and run manually.

1.
2.
3.

Click Start and choose All Programs.
Navigate to the Trend Control Systems > IQVISION folder.
Click Install Platform Daemon.

After a few seconds a command window should briefly appear with the following message:

installdaemon: Niagara service successfully installed.

20
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5.5 Configuring the Windows Firewall
You may need to configure the Windows Firewall to allow IQVISION to communicate correctly.

To configure the Windows Firewall:
1. Open the Windows Firewall.

. In Windows 10 or 8, type “Windows Firewall’ in the Search box;
. In Windows 7, click the Windows Start button, type ‘Windows Firewall’ in the Search box.
. Click Windows Firewall from the list of search results.

2. Click Allow a program or feature through Windows Firewall. The Allowed programs and features list
is displayed.

Allow programs to communicate through Windows Firewall

To add, change, or remove allowed programs and perts, click Change settings.

What are the risks of allowing a pregram to communicate? 1% Change settings

@ Foryour security, some settings are managed by your system administrator.

Allowed programs and features:

Name Domain  Home/Work (Pri Public  Group Policy

Networking - Router Solicitation (ICMP... [m} Yes
etworking - Timestamp Request (ICM O O Yes
etworking - Timestamp Request (ICM [m] Ves
iagara Runtime Launcher [m] O Ne
iagara Station Launcher o [m] No
iagara Werkbench m] O No

WIOUTTO0K =} | |<4) Tes ‘—‘

O Performance Logs and Alerts [m} [m} O MNo I

Portl [m} O Yes

¥ Miagara Runtime Launcher O O Ne ;:
[ Niagara Station Launcher O O Mo - Ho -
Niagara Workbench 0 | Mo Remove
‘ Allow another program.
3. Scroll down the list and check that entries exist for Niagara Runtime Launcher, Niagara Station Launcher, and

Niagara Workbench for your IQVISION installation folder. If these programs do not appear in the list you
will need to add them (see procedure below).

Note: Each installed instance of Niagara requires its own entries in the Firewall settings.
4, If you need to change any settings click Change settings and edit the checkboxes as required.
To add programs to the firewall:
1. Open the Allowed programs and features list as described above.

2. Click Change settings.
3. Click Allow another program. The Add a Program dialogue box is displayed.

Add a Program =

Select the program you want to add, or dlick Browse to find one thatis not
listed, and then cick OK.

Programs:

1B ~dobe Bridge Cs5

|| Adobe Device Central Cs5

# Adobe ExtendScript Toolkit CC

1 adobe Extendscript ookt CS5

|8 Adobe Extension Manager €55

B} 2dobe Help

B adobe tlustrator Cs5

Il Adobe InDesign €5

L€ Adobe LiveCyde Designer ES 8.2 L

path: C:\Program Files\Trend Control Systems\263}

What are the risks of unblocking a program?

‘fou can choose which network location types to add this program to.

[ Network location types... | [hdd ][ concel |

4, Click Browse and navigate to the Trend Control Systems | IQVISION | bin folder.
5. Double click the program to be added.

To add Niagara Runtime Launcher select nre.exe
To add Niagara Station Launcher select station.exe
To add Niagara Workbench select wh_w.exe

6. The program will appear highlighted in the Add a Program dialogue box. Click Add to add the program to
the firewall list. The dialogue box will close.

- _____________________________________________________________________________|
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7. Repeat steps 3 through 6 to add the other programs.

|
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6 LICENSING IQVISION

Before IQVISION can be used, it must be licensed. The licence will allow you to run the application on a single PC.
6.1 Obtain an IQVISION Licence and Certificate

When an unlicenced installation of IQVISION is run you will be prompted to email certain details to Trend in order
for them to provide the relevant licence and certificate files.

To obtain a licence:

1. Launch the IQVISION application, e.g. from the Start menu point to All Programs > Trend Control Systems
> [QVISION and then click IQVISION. The Request License dialogue box is displayed.

[ A% Request License =

To obtain a keense please emal the folowing information to
team using the
or on;
+44{0) 1403226600:

fi

com , Tel -

Host ID: Win-4AF7-AABB-DCO0-1D68

Sale Order NHumber: <sale order number>
Sold To: <sold to>

Iten Humber: <item number>

Hame: <name>

Company: <company>

Email: <email>

2. Email the requested information to trendts@trendcontrols.com including the email address you would like
the licence files sent to.

3. Click Exit to close the dialogue box.

The customer services department will process your request, and email the licence and certificate files to the specified
email address.

6.2 Install the IQVISION Licence

Your IQVISION licence is emailed to you as a ZIP file containing a number of licence and certificate files which need
to be installed on the PC containing IQVISION, this can be done in two ways:

. Automatically
. Manually
6.2.1 Automatic Licencing

IQVISION can be licenced automatically via the global license server providing the PC has internet access. If this is

the case when IQVISION is run after your licence request has been processed it will automatically be licenced and
the files copied to the required folder.

6.2.2 Manual Licencing

To install the licence and certificate files:

Copy the ‘Licences.zip’ file to the PC hard disc.

Extract all the files from ‘Licences.zip’ to an empty folder. The folder should now contain six files.

Copy the three “licence’ files to the ‘C:\TrendControlSystems\IQVISION ..\security\licenses’ folder.
Copy the three ‘.certificate’ files to the ‘C:\TrendControlSystems\IQVISION ..\security\certificates’ folder.
You will now be able to launch the IQVISION application.

bl ol
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6.3 Updating a Licence

If you purchase a licence upgrade, e.g. for additional points, you will be emailed the updated licence files as a ZIP file
containing a number of licence and certificate files and it will be necessary to upgrade the IQVISION licence. If the
IQVISION PC is connected to the internet this should happen automatically - see “Automatic Licencing” on page
23, alternatively the files can be copied manually - see “Manual Licencing” on page 23.

L]
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7 INITIAL SETUP

When IQVISION is run for the first time you will need to work through an initial setup procedure which involves
the following steps:

. Launch the IQVISION Application
. Open the Platform

. Create a New Station
. Open the Station
71 Launch the IQVISION Application

—_—

Click Start and choose All Programs.
2. Navigate to the Trend Control Systems > IQVISION folder.
3. Click IQVISION. The IQVISION application window will open:

1QUISION l=lE e

File Edit Search Bookmarks Tools Window  Help

o 0O- o O - - B H 8 @ '

Close ) my Network

b @ My Host: UKDYLTGFPQQT2 global.ds. honeywell.com (10

HiJVISION

TREND

HOST ID: WIN-8EEF-ABCD-EFGH-IKL
Version: 20.1.23

Bl n'agara4

framework
Version 423634

Copyright Tridium, Inc 1996-2016

Note: For an overview of the IQVISION user interface, see page 11.

4, Proceed to “Open the Platform” on page 26.
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7.2 Open the Platform

1. In the Nav tree right-click on MyHost and choose Open Platform. The Connect dialogue box is displayed.

r B
Connect u

Open Platform
Connect to the host's platform daemon

Session
Type v Platform Connection
Host |IP UKOYLTGFPQQ72.gli B -

Port 3011

0K Cancel

2. In the Type box select Platform Connection. Leave other settings at their default values.
3. Click OK. The Authentication dialogue box is displayed.

" My
EZ Authentication u
K Authentication
Logon required for access
Realm

Name GLOBAL
Scheme  HTTP-Basic

Credentials
Username auser
Password LLTTTTITTY|

[ remember these credentials

0K Cancel

Note: If a ‘Cannot display page’ error appears, ensure that the Platform Daemon has been installed - see
“Installing the Platform Daemon” on page 20.

4. Enter the Username and Password that you would normally use to login to the PC.

Note: For security it is recommended that the Remember these credentials box is left unchecked.

S. Click OK. A ‘Platform’ item will now appear in the Nav tree and various platform objects will appear in the
view pane.
[ 1qusion [E=EEER)
File Edit Search Bookmarks  Tools  Window  Help
4 O- o a C 0 - B 7]
My Host : UKOYLTGFPQQT2 global.ds.honeywellcom  : Platform #  NavContainerView ~
- Nav Platform B8objects
I C [X] ® mynetwork Name Description B

@ Application Director Control applications and access console output
(@ My Host : UKOYLTGFPQQT2-global.ds.honeywell.com

b @ lyFilesystem ) certificate Management  Manage }.502 Certificates and Host Exemptions.

» O vy Modules @ Leicon Installer Install lexicons ta supportadditions| languages

» T Platiorm @u rtificates
Q Plat i Updatethe pl: ds 's port or credentials, or set its date and time.
@ station Copier Transfer stations to and from the remote host

6 TcP/IP Configuration Manage the host's TCP/IP settings

) Remote File System The remote host's file system

6. Proceed to “Create a New Station” on page 27.
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7.3 Create a New Station

1. From the Tools menu select New Station. The New Station Wizard is displayed.

r | N
£ New Station Wizard . . S— u

s New Station Wizard
[

Station Name

Station Directory
C:\Users\admin\Niagarad.2\Trend\stations

Station Templates

Name Vendor  Version Description ||
IQVISIONSupervisor.ntpl Honeywell 10 Supervisorysta ||
NewControllerStation.ntpl Tridium 1.0 "
NewSupervisorStationLinuxntpl ~ Tridium 1.1 :
NewSupervisorStationWindows.ntpl  Tridium 1.1 il

|

4 Back P Next / Finish ¥ cancel

2. Under Station Templates click IQVISIONSupervisor.ntpl to highlight it.
3. Type a suitable name in the Station Name box.

Note: If a station already exists with that name you will be prompted to delete the existing station. You must
select Yes to proceed.

r 1
New Station Wizard ==

ﬂ New Station Wizard
S—

Station Name:

IQVISION_Demo

Station Directory
C:\Users\ese7186\Niagarad.2\tridium\stations\IQVIS
Delete existing station IQUISION_Demo? (@) Yes

Station Templates

Name Vendor Version Description E
NewControllerStation.ntpl Tridium 1.0
NewSupervisorStationLinux.ntpl Tridium 1.1

NewSupervisorstationWindows.ntpl - Tridium 1.1

o Back P Next |/ Finish 3 Cancel |

4. Click Next.

] Mew Station Wizard [

5 New Station Wizard
—

Password for admin User
ssssssssne
Confirm Password for admin User

When 'Finish’ s pressed, save the station and
> open itin userhome
© [Gopy 1t secure plstorm for localhas with Station Copie]

& dosethe wizard

4 Back | b Next J Finish | 3 cancel I

S. Type a password in the Password for admin User box.

Note: The password must have a minimum of 10 characters and include at least one capital letter, one
lowercase letter and one numeral (digit).

Retype the password in the Confirm Password for admin User box.

Note: This password is for the ‘admin’ and should be reserved for engineers.
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~

Select the copy it to secure platform for “localhost” with Station Copier option.
Click Finish.

© o

If you have not already logged in to the Platform the Authentication dialogue box is displayed, go to step 10.

r M
K1 Authentication ﬂ
% Authentication
Logon required for access
Realm

Name GLOBAL
Scheme HTTP-Basic

Credentials
Username suser
Password sssssessns|

[ Rememberthese credentials

0K Cancel

If you have already logged into the Platform, go to step 11.

10.

Enter your Username and Password (login credentials of the PC) and click OK.
11.

If a station with the same name already exists, you will first be prompted how to proceed.

. ~
£ Station Transfer Wizard o]

™ Transferring station "IQVISION_Demo"
How do you want to deal with any existing files?

@ Deletethe existing "IQUISION_Dema” directory before copying

< Overwrite existing station files with new files, while leaving other files intact

/ Finish X cancel

12.  Specify the required option.
13.  Click Next. A dialogue box enabling you to specify the start-up options is displayed.

. ~
£ Station Transfer Wizard o]

™ Transferring station "IQVISION_Demo"
Station Startup Options

[#] STARTAFTER INSTALL: Start the station immediately afteritis copied

[#] AUTO-START: Start the station every time the platform daemon starts

/ Finish X cancel

L

14.  Select the required start-up options.

Option Description
START AFTER INSTALL Select this option if you want to start the station as soon as it has copied
(recommended).
Note: When developing several Supervisors other stations will need to be
stopped.
AUTO-START Select this option if you want the station to be started when the PC is
restarted (recommended).

I EEEEEEEEEE——
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15. Click Next.

-
Station Transfer Wizard ]

™ Transferring station "IQVISION_Demo"
Please review your changes

All station files will be copied from the local computerto "localhost”

Please select the "Finish” button to start the transfer.

4 Back ‘ P Next v

nish | 3¢ cancel |

16.  Click Finish. A progress update is displayed.

[ Transferring station =)
~

%) Transferring station

Completing transfer:

@ stopstation(s) Success.
D Delete existing stationfiles  Success
@ Transferfiles Success,
@ start station s} Success.

Transfer complete.

Stopping station "IQVISION Demo”...done
L sy shiEe S
Trensferring file

Sending wetations) TQVISION l Demo/config.bog
FileStore

Wrote "C:\ProgramData\Niagarai.2\tridium\atations\IQVISION Demo\config.bog”.
FileStore::commitInstance commit complete

Station "IQVISION Demo” starting.

Tranafer complete.

=

17. When the process is complete, click Close. The Open Application Director dialogue box is displayed.

E3 Open Application Director? u

@ Open the Application Director now?

18.  Click Yes. The Application Director is displayed. Check that a ‘Station Started” message is shown.

= 10uson ==

File Search Tools  Window  Help
<4 O- o a O o - = B
tion Director =
- Nav Application Director
¥ o & wy Network Connected to localhost
Name Type Status  Deails Auto-Start Restart on Failure ©
~ @ My Host: UKOYLTGFPQQT2.global.ds.honeywell.com (IQ -
£ IQVISION_Demo  station Running  fox=n/a.foxs=4811 http=n/a,hittps=443 _true true
& uy File System
> O vy Modules =] [nr.e] e (8 Auto-start
~Oct-16 BST] [nze] Booting
» T Platfarm 37 00t Ta 231] [aye) Toguing inttializea [ Restarton Failure
= = 27-0ct-16 BST] [sys.registry] Up-to-date [88ms]
& Station (IQUISION_Demo) 27-0ct-16 BST] [sys.registry] Loaded [40ms: start
S 27-Oct-16 35T) [baga) License Zile not losded - Honeyvell.license [inval
5 27-Oct-16 BST] [(baja] License file not loaded — Trend Control Systems Ll Stop
27-0ct16 BT [avs) Hiagare zuntine booted ("Ci\NiagareWiageras.2.36.34 Restart__|
27-0ct-16 BST] [sys] Loading "C: A1 =
27-0ct-16 55T [ays] Toaded (clzma) Reboot
7 27-Oct-16 BST] [alarm.database] Cre:

BST) [ays] Services Iniriatised (32em3) Kill

& BST] [sys.mixin] Updated [Oms]

& 5511 [vagdictionary] Niagara tagdictionary is out of date or has | _Dump Threads
BST] [tagdictionary] Niagara tagdictionary has been reloaded.

BST) [ay=.mixin] Updated [Oma] __ saveBog |

16 BST] [web] Jetty web server started on HITES port 443 .
P T [ BT e e s e (500 _Verify Software |
16 BsT onment: 4.2.36.34

(1o Stevion starced hiiosms) (353sms voval) viv .
4 =51 ab] Startjng asyne warmup of history conrig| _ Clear Output
n TESTY config index warmip completed in | | pause OWERUE
Output Dialog
Stream To File

Output Settings

INFO [16:10:07
INFO [16:10:07
INFO [16:10:08
INFO [16:10:08
INFO [16:10:08 27-Oct—:
niagara>INFO [16:10:08 27-Oct-1i
INFO [16:10:08 27-Oct-1& BSI] [hiSEB

BS’I] [s

**% Station Started

u I o T allel TV

19. Proceed to “Open the Station” on page 30.
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7.4 Open the Station

1. In the Nav tree right-click on MyHost and select Open Station. The Connect dialogue box is displayed.

r n
EE Connect u

Open Station with TLS
Connect to station using fox over TLS.

Session
Type ’ Station TLS Connection
Host |IF UKOYLTGFPOOT2.gly 4

Port 4311

0K Cancel

2. In the Type box select Station TLS Connection. Leave other settings unchanged.
3. Click OK. The Authentication dialogue box is displayed with the default ‘admin’ user selected.

s B
E2 puthentication u

% Authentication
Logon required foraccess

Realm

Name local:|foxs:
Scheme  Fox(n4digest)

Credentials
Username

Change User
Password e

[ Remember these credentials

0K Cancel

4. Type the appropriate password in the Password box (i.e. the password specified when the Station was created).

Note: For security it is recommended that the Remember these credentials box is left unchecked.

5. Click OK.

6. After a short delay, the chosen station name will appear in the Nav tree and the view pane will show a
summary of Station parameters (Station Summary view):

[ 1qusion [E=EEE)
File Edit Search Bookmarks Tools Window Help [ Quovicksearch ]
4 O- o A O 00 - B =
My Host : UKOYLTGFPQQT2.global.ds.honeywell.com (IQVISION_Demo) : Station (IQVISION_Demo) #  station Summary +
- Nav Station (IQVISION_Demo) 6 objects
P O &) My Network Name Description -

A Alarm Alarm Database
(@ My Host : UKOYLTGFPQQT2.global.ds.haneywell.com (IQV N

b @ MyFilesystem © Config  Thestation configuration database

» @ wyModules & Files File System accessed over Foxsession
» T Platform & sy Diagnostics infarmation for remote VM
» & station (IQVISION_Demo) Hiersrchy  Hierarchy views of remote station

@ History  History datsbase

Summary Properties 10 objects
Property Value B

Station Name  IQWISION_Dema

Host UKOYLTGFPQQT2 global.ds.honeywell.com/165.195.93.157
HostModel  Workstation

Product Workstation

HostId ‘Win-EDBF-ACD3-380A-41F7

Niagara Version 4.2.3634
JavaVersion  JavaHotSpot({TM) 64-Bit Server VM 25.92-b14
OSVersion amdé4Windows 7 6.1

Locale en_US

CurrentTime  27-Oct-164:21PMBST

7. Proceed to “Building a Site” on page 31.
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8 BUILDING A SITE

Building a site within IQVISION involves creating a database that reflects the structure, devices and points within
the associated Trend system. A point represents the value or state of an item in the system, e.g. the value of a
temperature sensor.

There are two methods of building a site within IQVISION:

. Using the Migration Tool (recommended)
. Using Manual Site Discovery

You can use either or both methods to build your site, according to your requirements.

IMPORTANT: It is best practice to only add the points required for use in IQVISION. Adding unwanted points will
increase memory usage and affect the remaining licence count.

8.1 Using the IQVISION Migration Tool

The Migration Tool allows you to import device data from other Trend tools like 963 and IQSET for use in I[QVISION.
Schematic files from 963 can also be imported and converted in to PX Pages in IQVISION. This is useful for quickly
setting up IQVISION for use with existing sites or where site designers wish to reuse previously designed interface
components when setting up a new site.

The Migration Tool can be used whether or not IQVISION is connected to the actual site. For further details refer to
“Migration Tool” on page 95.

8.2 Using Manual Site Discovery

IQVISION allows you to read device data in directly from a site and manually add the required points to the database.
This can only be achieved while IQVISION is connected to the site and involves the following steps:

. Add a Trend Driver
. Configure the Trend Driver(s)

. Discover and Add Devices from the Trend Site

. Add the Required Trend Points to the Database
. Add User-defined Points

. Add Time Schedules

. Add Trend Plots (Histories)
. Set History Update Rates for a Trend Site

If you have purchased an OPEN licence and want to use values from non-Trend systems it is necessary to connect to
the 3rd-party systems and add the required points to IQVISION - see 10 Connect to 3rd Party Systems” on page
47.

8.21 Add a Trend Driver

A Trend Driver is required for each Trend Network (or Site) that you wish to supervise with IQVISION. These must
be added and copied to a specific folder. The Trend driver controls the communications and flow of data to and from
the site.

Note: On larger sites it may speed up data transfer to utilise two separate Trend drivers — one that is used for points
and Time Schedules, and one that is dedicated to histories.

8.2.1.1 Create a folder for Trend Drivers

1. In the Nav tree open the Station folder.
2. Open the Config folder.
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3. Right-click on Drivers and sclect New > Folder. The Name dialogue box is displayed.

B Name ﬂ
@ TREND
OK Cancel

4. Type TREND and click OK. The new folder will appear in the Nav tree.
5. Right-click the TREND folder and select Rename. The Rename dialogue box is displayed.

FZ1 Rename ﬂ
@ Trend Control Systems
oK Cancel

6. Type Trend Control Systems and click OK.

8.2.1.2 Add the Trend Driver

In the Nav tree open the Station folder.

Open the Config folder.

Double click on Drivers. The view pane will show a list of installed Drivers (Driver Manager).
Click on the New button. The New dialogue box is displayed.

o=

B New ﬂ

Typeto Add 6 Trend Ip Network

NumbertoAdd |1 [1-100]

0K Cancel

5. In the Type to Add box select ‘“Trend Ip Network’.
6. Click OK. The following dialogue box is displayed.

'E New ﬂ‘

Name Type Enabled ]
MTrendlpMetwurk Trend Ip Network  true

ﬁ Name TrendIpNetwork
ﬁ'[ype Trend Ip Network

[ Enabled @ true

0K Cancel

7. Change the default network Name to be a meaningful name for the site.
Note: This can be renamed later by right-clicking the driver in the Nav tree and selecting Rename.

8. Click OK. The Driver Manager will now show the Trend driver.

Driver Manager 2 objects
Name Type Status Enabled Fault Cause =
6 NiagaraNetwork Miagara Netwark {ok} true

mTrendleeiwork Trend Ip Metwork {down} Erue

Note: The Status indicator will show {down}’ as it is not yet configured/connected to the site.

) Right-click the driver and select Cut.
10.  In the Nav tree, right-click the Trend Control Systems folder (created in section 8.2.1.1 on page 31) and
select Paste.

11.  Repeat this process for each Trend site.
12.  Younow need to configure the communications for each Trend driver - see “Configure the Trend Driver(s)”
on page 33.

____________________________________________________________________________________________________________________________________________|
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Configure the Trend Driver(s)

IQVISION connects to the Trend network using a vCNC in a Trend device. It is necessary to configure IQVISION
with the IP Address (or hostname) of the device with the vCNC and the port number of the vCNC. You may also need
to change some connection settings.

Before performing this step it is recommend that you set up the vCNC in the Trend device in order that the connection
can be tested. Refer to the relevant device documentation for details.

In the Nav tree right-click on the Trend driver (e.g. TrendIpNetwork) and choose Views > Property Sheet.
The view pane will show a list of driver properties:

Property Sheet
{4 TrendipNetwork (Trend Ip Network)
[l Status {dewn}

(8l Enabled @ true

(W Fault Cause

L3 Health Fail [27-Oct-16 4:33 PM BST] TCP Connect..
¥ Alarm Source Info Trend Alarm Source Info

3 monitor Ping Monitor

B¢ Poll scheduler Basic Poll Scheduler

[ Retry Count 1

[ Response Timeout +00000h 00m 10.0003 4
[l VCNC Connection Manager V Cnc Connection Manager
(W n1  Tep virtual Cnc

[l Connection State Disconnected
[ Last Disconnect Cause 10 Issue: Conmection refused: commect
[ Virtual CNC IP/Hostname  [127.0.0.1
[l Virtual CNC Port 10001 [1-85535]
(@l CommunicationProfile V Cnc Communication Profile
[l Unsolicited Receive Handler Trend Unsolicited Receive
[l Local Cnc Address 1
[l Local cncLan -1
[l Local Cne Software Issue
[ Last Raw Trend Frame Data Field
[l Eight Bit Communication ® alse
[l Max Fails Until Network Down 1 [0-max]

(@ Time syncronisation Trand Tima Synchronisation
A site Alarm Definitions site Alarm Definitions

£ Refresh [M save

Expand the vCNC Connection Manager and nl items.
Enter the details of the vCNC that IQVISION is to use to connect to the Trend system:

. Type the IP Address (or hostname) of the vCNC device in the Virtual CNC IP/Hostname box,
e.g. 165.195.93.158.
. Type the port number of the vCNC in the Virtual CNC Port box, e.g. 10024.

If the vCNC is located on a site containing an IQeco, IQ1 or IQ2 controller you may need to increase the
Response Timeout from the default of 10 s, due to the slower response times of these controllers.
Expand the Communication Profile item and change the default parameter settings if required.

Parameter Default |Setting

Permanent Connection true true = permanent connection. Select if alarms are to be sent
to the vCNC connecting IQVISION to the Trend network.
false = temporary connection.

Connection Timeout 10s The time period before a connection attempt is considered
to have failed. This may need to be increased when making
remote connections over VPN.

Connection Reconnect Delay 10s The time period before a reconnection is attempted after a
connection timeout.

Retrys Per Connection Attempt 3 The number of reconnection attempts. This may need to be
increased when making remote connections over VPN.

Linger Pre Disconnect Im On a temporary connection this sets how long the connection

remains open after the last comms message.

Click [,

Check that the Connection State changes from ‘Disconnected’ to ‘Connected’. If not, check that the IP
Address (or hostname) and port number have been entered correctly and that the vCNC is enabled.

Repeat this process for each Trend driver.

Proceed to “Discover and Add Devices from the Trend Site” on page 34.
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8.2.3 Discover and Add Devices from the Trend Site

1. In the Nav tree, open the Drivers folder and double click the Trend Driver/Site. The view pane will display
the Trend Device Manager.
2. Click the Discover button. The Device Discovery dialogue box is displayed.

r B
Device Discovery u

Please select a discovery option...

< DiscoverALL LANs [recommended};

<> Discover asingle LAN...

[ show CNC Devices

OK Cancel

3. Choose the required option discovery option:

Choose... To Discover...
Discover ALL LANs All devices on all LANs accessible via the vCNC.
Discover a single LAN... [ Devices on a single specified LAN. After selecting this option a dialogue box is
displayed requesting a valid LAN number.

4. To include CNC devices in the discovery, select Show CNC Devices.

S. Click OK. The discovery process starts. A progress bar at the top of the pane indicates the status of the
discovery. Once the discovery is complete the devices that have been discovered are displayed in the
Discovered list.

I (=6 [t
File Edit Search Bookmarks Tools Window Manager Help [Quovicksearcn ]
4 ono-onfC 0 =~ B % @ 0 b X B A - 0 (=N . | »
: Station (IQVISION_Demo)  : Config  : Drivers  : Trend ControlSystems  : TrendipNetwork
+ Nav @/ Trend Device Discovery Success ) [%]
K O ® My Network Discovered 9 objects
« (3 My Host: UKOTLTGFPQUT2globslds honeywellcom igy | DeVes Name Device Type  Controller Device Response  Lan Address Device Address  Ip Address ®
b B nyFile system i Tech Pubs 422 lg4 1Q422-121553.40 May 192016 18 16 165.195.93.247
> O mymodules i Tech Pubs 10412 o4 1Q41215:3.40May 192016 18 £ 165.195.93,142
} ™ Platform 8 Tech PubsIQ3XCITE la3 1Q3xcite9615s3.07Apra52014 18 a 165.195.93.66
w & Station (IQVISION_Dema) a ne = 125
A Alarm -
o @ Tech Pubs IgaNC lge IQ4NCO 553,40 May 192016 9 s 165.105.93.119
- © config -
i Tech Pubs FCU 15peed Fan WR2 1 Eco 1Qeco31155220Mar 252013 9 o7
b @ services -
- O o i Tech Pubs 1Qeca3s g Eco 1Q2co35155220Mar 252013 9 )
b O NiogaraNetmork 8 Tech PubsiQeco 38 lqEco 1Qeco381ss2.20Mar252013 @ 116
~ Q) Trend control systems -
~ [ TrendipNetwork Database 0 objects
» @apps Name Type Exts DeviceType LanAddress DeviceAddress PIN Status Health ®
> S Fies
» [E) Hierarchy
» @ mistory

A configure Site Alarm Information | [ New | & edit i Discover W Cancel | @Add | P Match

Hint: During the discovery process you can click on the ? button at the top right to display a Job Log giving
details about the discovery process so far.

6. In the Discovered list select the device(s) from which values are required. To select more than one device hold
down the CTRL key and click on the required devices.
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7.

10.

11.

12.

Click Add or drag the selected device(s) to the Database list. The Add dialogue box is displayed.

r n
1 Add ==
Name Type Device Type  controllerDeviceResponse  Lan Address  Device Address  PIN ipf
1Q Tech PubsiQ422 Trend I03/4 Device lg4 10422-12 1ss3.40 May 192016 18 16 ~password-  16¢
1a Tech PubsiQ212 Trend I03/4 Device lad 1Q2121s53.40May 192016 18 39 ~password- 168
[ Name Tech Pubs 10422
(i Type Trend I03/4 Device
[l Device Type Iga

[l controllerDeviceResponse  10422-12 Is53.40 May 19 2016

[ Lan Address 18
[l Device Address 16
(@ PN ssssssasassnes!
[l ipAddress 165.195.93.247
[l Enabled @ true
oK Cancel
Review the settings for each device:
. If required, change the device name in the Name box.
. If a controller has security enabled, enter a suitable PIN in the PIN box. The PIN must correspond to

a User Module (in the controller’s strategy) with a user level of at least 99.
If multiple devices are listed, click on the device in the list (to highlight it) to view its settings.

Click OK. You will now be asked if you want to update site alarm data:

5 Update Site Alarm Data [
@ Would you like to update known data for Site Alarm management now
Yes No

Click Yes to start the process of learning GUIDs from IQ3 and 1Q4 controllers, and MAC addresses from all
Ethernet devices. This information is used by the alarm listener service. Scanning may take a while.

Click No to perform this process later, and go to 12 - see “Configuring Site Alarm Information” on page
604.

If you select Yes, scanning will start. Once completed a results dialogue box is displayed goto 11. For example:

3 Please review.. ==
Timestamp Activity
Q@ assPm Site Alsrm Information Summary
° 4:55PM Total Known Site GUIDs: L
° 4:55PM Total Known MAC Addresses: 2
° 455PM Total Networks with Clashing Site GUIDs: 0
° 4:55PM Total Networks with Clashing MAC addresses: 0
° 4:55PM Total networks with no valid Site GUID identifiers: 0
Q@ asspu Job Success

Check the results for any problems found, such as having more than one GUID or duplicate MAC addresses.

Close the dialogue box (click X). The device(s) is added to the Database and sorted in to LAN groups:

Database 2 objects
Name Type Exts Device Type LanAddress Device Address PIN Status Health B
2oLan1s Trend Lan 18

20 MSTPLANS Trend Lan 9

Check that the required devices have been added. Double click on a LAN to display the devices found on that
LAN.

Database 3 objects
Name Type Exts Device Type Lan Address Device Address  PIN Status  Health B
i@ TechPubsiQ422 Trend 1Q3/4Device [ 8 @ [ 1o 18 16 —password— {ok} Ok [27-Oct-1

i@ TechPubsiQ412 Trend IQ3/4Device [] 6 @[> 1o 13 32 —password— {ok}  Ok[27-Oct-1

____________________________________________________________________________________________________________________________________________|
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8.24

Add the Required Trend Points to the Database

This process allows you to add point values for Sensors, Knobs, Drivers, Switches and Digital Inputs from previously
discovered devices. To add points for other Trend modules or parameters refer to “Add User-defined Points” on

page 38.

»

Database

Name Type

Exts

i@ TechPubsiQ422 Trend 1Q3/4Device [E] 8 @ [ 104
i@ TechPubsiQ412 Trend IQ3/4Device [E] 68 @[> a4

Manager is displayed.

Database

Name Type
[E7] sensors
[ knobs
[E5] orivers

[E5] switches

Device Type Lan Address Device Address  PIN

18 16

18 39

Out Trend tem Reference

Trend Point Folder
Trend Point Folder
Trend Point Folder

Trend Point Folder

[E3] DigitalInputs  Trend Point Folder

[E5] userDefined  Trend Point Folder

all available points, go to step 5.

-passward--

-password--

In the Nav tree double click the Trend Driver/Site to open the Trend Device Manager.
Double click the required LAN. The Database list will show the previously discovered devices:

3 objects

Status  Health R
ok Ok [27-Oct-1

{ok} Ok [27-Oct-1

In the Exts column of the Database list double click the [E icon for the required controller. The Trend Point

6 objects

®

To discover only points of one type, double click the required point type (e.g. Sensors). Otherwise, to discover

Click Discover. The discovery process starts. A progress bar at the top to the pane indicates the status of the

discovery. Once the discovery is complete, module details are displayed in the Discovered list:

1QVISION

File Edit Search Bookmarks Tools Window

- Nav

&

(@ My Host : UKOYLTGFPQQT2.global.ds.honeywell.com (IQv
> B uyFileSystem
» O uyModules

Platform

~

O @ My Network

v & station (IQVISION_Demo)
A alam
~ © config
b @ services
v O orivers
» O nNiazaraNetwork
v ) Trend Control Systems
2] TrendipNetwork
~ Roanis
b 1@ TechPubsiQs22
b 1@ TechPubsiQs12
» NCINC
» BowmsPLans
=T
b @ Files
b (B Hierarchy

> @ History

Manager

Help

* Station (IQVISION_Demo)

&/ Trend Paint Discovery

Discovered

ftem Label

S Outside Air Temp

©rL3 Space Temperature
ErAHU Frost Temp

©eanu supply Temp

EAHU Return Temp
©-common BoilerFlow Temp
©»commen BoilerReturn Temp

©°VTFlow Temp

Database

Name

[E] sensors
[E] Knobs

[E] orivers

[E] Switches

Type
Trend PointFolder
Trend PointFolder
Trend PointFolder
Trend PointFolder
[E] Digital Inputs  Trend PointFolder

[E] UserDefined  Trend PointFolder

: Config

! Drivers  : TrendControl Systems

ltem Type Value Trend ftem Reference
Sensor
Sensor
Sensor
Senser
Senser
Senser
Senser

Sensor

Out Trend ltem Reference

: TrendipNetwork

#  TrendPoint Manager -

Success B [%]

119 objects

B

6 objects

]

> Match

@, Tagit

[ANew | # cEdit  @gbiscover | M Cancel  (3)Add

In the Discovered list select the required points (values). To select more than one point hold down the CTRL

key and click on the required points.

Note: Remember that IQVISION is licensed for use up to a specific number of points. It is good practice,
therefore, to only add points that are actually required. Adding points that won't be used by IQVISION will
not only waste resources but also generate unnecessary extra network traffic.

36
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7.

8.

0.

Click Add or drag the selected point(s) to the Database pane. The Add dialogue box is displayed.

Add

==

Name
©- Outside Air Temp

©- L3Space Temperature
©: AHU Frost Temp

©- AHU Supply Temp

©- AHU Return Temp

[ Conversion

©- Commen Boiler Flow Temp

Type Trend ltem Reference  Enabled
NumericWritable 1 true
MumericWritable 52 true
NumericWritable 53 true
MumericWritable 4 true
MumericWritable 55 true
MumericWritable 56 true

©- Commen Boiler Return Temp  NumericWritable 57 true
©- VTFlow Temp NumericWritable S8 true
[l Name outside Air Temp

[l Type Generic Nureric Writable

[ Trend Item Reference 51

[l Enabled @ true

(i Facets units=null precision=Lmin=-infmax==inf 3 D -
(i Device Facets » ®-

12 Default

oK Cancel

Facets
units=null,precision=1,min=inf,max=+inf
units=null precision=1,min=-inf,max=<inf
units=null precision=1,min=-inf,max=<inf
units=null precision=1,min=-inf,max=-inf
units=null precision=1,min=-inf,max==inf
units=null precision=1,min=-inf,max==inf
units=null precision=1,min=-inf,max==inf

units=null precision=1,min=-inf,max=<inf

Devic:

Note: IQVISION automatically chooses the most suitable writable point type. However, this can be manually

changed by selecting a point in the list and choosing a different Item Type:

Item Type

Point Usage

Generic Numeric Point

Numeric values, readable only

Generic Numeric Writable

Numeric values, readable and writable

Generic Boolean Point

Binary (on/off) values, readable only

Generic Boolean Writable

Binary (on/off) values, readable and writable

Click OK. The selected point(s) is added to the Database and sorted into folders in the Nav tree.

QVISION

File Edit Search Bookmarks

! Station IQUSION_Demo)  : Config ! Drivers

- Nav

¥ O () ty Network
Station (IQUISION_Dema)

A Alarm

© confie
> @ services
« O orvers
b O NisgaraNetwork
~+ © Trend Control Systems
v [ TrendipNetwark
v Roanis
v 1Q TechPubsiQs22
» %! alarm Source Info
w [ Points
= [ sensors
©- outside AirTemp

©- L35pace Temperatur
©F AHU Frost Temp

6 AHU Supply Temp
©# AHU Return Temp
©+ Common Boiler Flow
©# common Boiler Retul
€ vTFlow Temp

©> CTFlow Temp

Tools  Window

Help

Manager

: Trend ControlSystems  © TrendipNetwork

& /* Trend Point Discovery

Discovered

Item Label ftem Type
©> Outside Air Temp sensor
€13 Space Temperature sensor

S AHU Frost Temp sensor
©r AHU supply Temp Sensor

© AHU Retum Temp sensor

©» Commen Beiler Flow Temp sensor

¢ Commen Boiler Return Temp senser

Database

Name Type

[ sensors Trend Point Folder
[ knobs Trend Point Folder
[Ez] Drivers Trend Point Folder
(2] Switches Trend Point Folder

[z] Digital Inputs  Trend Point Folder
[E5] userDefined  Trend Point Folder

[ New # Edit  §f piscover W Cancel

LAN18

: TechPubsiQa22

Value Trend ltem Reference
094 51
2143 s2
000 s3
3455 sS4
2117 55
8021 56
7031 ST

Out Trend ltem Reference

@ Add

: Points

P Match

/#  TrendPointManager -

Success B [¥]

119 objects

B

6 objects

B

B, Tagit

Repeat the above process to add points for each controller.

|
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8.2.5 Add User-defined Points

Points can be added to IQVISION for any Trend module parameter that can be accessed through Trend text comms
as long as you know the reference for the parameter. For example, you may want to expose the high alarm value for
a sensor. For further details on text comms codes refer to the configuration manual for the appropriate controller(s).

1. In the Nav tree right-click on the Trend driver and select Views > Trend Device Manager.

2. Double click the LAN for the required controller. The Database list will show previously discovered devices:
Database 3 objects
Name Type Exts Device Type Lan Address Device Address  PIN Status Health R

i@ TechPubsiQ422 Trend 1Q3/4Device [E] 8 @ [ 104 18 16 —password-  {ok} Ok [27-Oct-1
i@ TechPubsiQdi2 Trend IQ3/4Device [ 6 @[ la4 18 39 ~password— {ok}  Ok[27-Oct]
3. In the Exts column of the Database pane double click the [E icon for the required controller in the list. The
Trend Point Manager is displayed.
Database & objects
Name Type Out  Trend kem Reference @
[E7] sensors Trend Point Folder
[ knobs Trend Point Folder
[E5] orivers Trend Point Folder
Switches Trend Point Folder

DigitalInputs  Trend Point Folder

UserDefined Trend Point Folder

4, Double click the User Defined point type.
5. Click New. The following dialogue box is displayed.

B New ﬁ
add.type Generic Numeric Writable
add.count |1 | [1-100]

0K Cancel

6. In the add.type box select the option that best suits the point type:

Item Type Point Usage

Generic Numeric Point

Numeric values, readable only

Generic Numeric Writable

Numeric values, readable and writable

Generic Boolean Point

Binary (on/off) values, readable only

Generic Boolean Writable

Binary (on/off) values, readable and writable

8. Click OK. The following dialogue box is displayed.

3 New

(ot

Name

[ Name
[l Type

[ Enabled
[ Facets
[ Device Facets

[ Conversion

Type

? Sensor1High Alant NumericWritable S1(H)

[ Trend Item Reference 51 (1) pni

Trend ltem Reference  Enabled Facets Device Facets C

true units=null,precision=1,min=-inf max==inf D

Sensor 1 High Alarm

Generic Numeric Writable

@ true

units=nullprecision=Lmin=-infmax=-inf 3 D -

» O-

12 Default

oK Cancel

9. In the Name box type a suitable name for the point (e.g. Sensor 1 High Alarm).

10.  Inthe Trend Item Reference box type the text comms code for the required parameter (e.g. SI(H)).

Note: IQVISION does not check that the text comms reference is valid.

11.  Click OK. The point is added to the database.

-
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8.2.6 Add Time Schedules

IQVISION manages the reading and writing of Time Schedules separately. A read only ‘import’ version of the time
schedule is used to obtain data from the controller. If times or exceptions (Special Events) only need to be viewed
in IQVISION then this is all that is needed. However, to be able to change times or add/change exceptions (Special
Events) a second editable ‘export’ version of the time schedule must be created.

1. In the Nav tree double click the Trend Driver/Site to open the Trend Device Manager.
2. Double click the required LAN. The Database list will show the previously discovered devices:

Database 3 objects
Name Type Exts Device Type Lan Address Device Address  PIN Status  Health B
i@ TechPubsiQ422 Trend 1Q3/4Device [ 8 @ [ 1o 18 16 —password— {ok} Ok [27-Oct-1
i@ TechPubsiQ412 Trend IQ3/4Device [] 6 @[> 1o 13 32 —password— {ok}  Ok[27-Oct-1
3. In the Exts column of the Database list double click the @ icon for the required controller. The Trend
Schedule Import Manager is displayed.
4. Click Discover. Any Time Schedules in the controller will appear in the Discovered list:
[ 1usion [E=EEER=))

Edit Search Bookmarks Tools  Window

File Manager  Help

B ¥ © 0B X

™ {Sta.  Config : Drivers : TrendControlSystems TrendipNetwork @ LAN18  © TechPubsiQ422  : Schedules /  Trend Schedule Import Manager +

~ Nav @ /* Trend Schedule Discovery Success D [X]
¥ C & My Network Discovered 1 objects
Ststion (1OVISION_Dema) Item Label ften Number a
A Alarm BEBAlberyHouse 1

© confie

> @ services

v @ Drivers

> O NisgaraNetwork
v Q) Trend Control Systems
v [ Trendipnetwark
- RoLanis
¥ 1Q TechPubsiQ422
» %! Alarm Source Info Database 0 objects
> B3 Foints Name Type State Status LastSuccess lem Number B
» & config
» @ schedules
b =X Histories
» [ site Information

1R Tech PubsiQa12

NC INC
> RowmsteLane

b @ apps

@ Files

(&) Hierarchy
L R

[ New # Edit  §4 Discover M cancel | (DAdd | M Match | @gimport | @ Tagit

S. Select the required time schedule(s) and click Add. The Add dialogue box is displayed.

r M
3 Add ==
Name Enabled Hem Number B

BB AlberyHouselmpart  true 1
m Name AlberyHouseImport

m Enabled . true

m Item Number 1

0K Cancel
6. Click OK.
7. In the Nav tree right-click Schedules and choose Views > Trend Schedule Export Manager.
8. Click Discover. Any Time Schedules in the controller will appear in the Discovered list.

-]
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9. Select the required time schedule(s) and click Add. The Add dialogue box is displayed.

3 Add =

Name ltem Number  Supervisor Ord  Match Schedule Import  Enabled  Execution Time
&y AlberyHouseExport 1 null true true 2:00 AM {Sun Mon Tue Wed Thu Fri Sat ] +~:
@i Name AlberyHouseExport
[l Item Number 1
[l supervisor ord null .-

[ Match Schedule Import @ true

[ Enabled @ e
Time Of Day 02:00:00 AM BST |4
[l Execution Time Daily Randemization +00000h 30m 00s|
DaysOfWeek [ Sun (@ Mon [ Tue @ Wed @ Thu [ Fri [ sat

0K Cancel

10.  Click OK.
11.  Open the Schedules folder. You will see both an ‘Import” and ‘Export’ version of the time schedule.
12. Double click the read-only ‘Import’ schedule view to check times have been collected from the controller:

1QUISION e

File Edit Search Bookmarks Tools Window Manager Help

: Config  : Drvers : TrendControlSystems @ TrendlpNetwork  * : TechPubsiQ422  © Schedules

false. false False. false false false. false
I O [¥] ® mynetwork
tion (IQVISION_Demo) 2100AM
Alarm
P config s00aM
@ senvices
[true tue true true
O orivers
b ) Nisgaraletwork S00AM
= ) Trend Control Systems
= 4] TrendipNetwark 12:00PM
true
v Roan1s
v
Tech Pubs 1Q£22 200mM
> #! alarm Source Info
» [Eroints
» @ confie Eoopu
- @ s [ [ | AR | A | B
» Gl Retry Trigeer 2:00PM
[ alberyHouselmport
b Sy
P @ AlberyHouseExport EventStart [03:30 B
b [Pt Histories EventFinish [03:30 BM
» [ sitenformation event output [ null | true
» 1@ TechPubsiQa12

» NCINC B weekly Schedule | [ specialEvents  [8) Properties  (B) summary

[™) save 7 Refresh

For simple systems the export version of the time schedule can be used to make changes to controller’s occupation
times or set up Special Events (exceptions). See “Viewing and Changing Occupation Times (Time Schedules)”
on page 110.

For more complex occupation requirements see “Controlling Complex Occupation Times” on page 53.
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8.2.7 Add Trend Plots (Histories)

Plot records held in Trend controllers can be downloaded into an IQVISION history and used for displaying graphs
of measured values.

By default, data is collected from a plot module once daily at 02:00:00 AM GMT. This can be altered as required
for each history, and must be altered for plots with intervals of 1 second or 1 minute to prevent data being lost. For
example, assuming a plot module maintains a maximum of 1000 plot records, 1 second plots must be collected at
least once every 16 minutes, and 1 minute plots must be collected at least once every 16 hours.

1. In the Nav tree double click the Trend Driver/Site to open the Trend Device Manager.

Note: To speed up data transfer larger sites may utilise two separate Trend drivers — one that is used for points
and Time Schedules, and one that is dedicated to histories. Ensure that the correct driver is selected.

2. Double click the required LAN. The Database list will show the previously discovered devices:

Database 3 objects
Name Type Exts Device Type Lan Address Device Address  PIN Status  Health B
i@ TechPubsiQ42z Trend 103/4Device [ 68 @[ a4 18 16 ~password— {ok}  Ok[Z7-Oct1
i@ TechPubsiQ412 Trend IQ3/4Device [] 6 @[> 1o 13 32 —password— {ok}  Ok[27-Oct-1
3. In the Exts column of the Database list double click the [Z icon for the required controller. The Trend
. . .
History Import Manager is displayed.
. . . . . .
4. Click Discover. Any plot modules in the controller will appear in the Discovered pane:
Ehiovison S [E=Y I =
File Edit Search Bookmarks Tools Windew  Manager Help
: station (IQVISION_Demo) . Config  Drivers . Trend Control Systems : TrendipNetwork I LAN1E : TechPubsiQ422  Histories / Trend History Import Manager ~
L o (& My Network Discovered 37 objects
= e Label Source Number Channel Number Interval Values Timing Type Source ®
v © config
> @Sew\(es &3 TRoom 101 1 Ooms 1000 Triggered S101V
- eDrwers 2% 13 ServerRoom 102 2 Oms 1000 Triggered s102v
b 6 nisgaranemwork A& OutsideAirTemp 1 3 oms 1000 Triggered S1V
w O Trend Control Systems 213 Space Temperature 2 4 oms 1000 Triggered s
v [ TrendipNetwork & BHU Frost Temp 3 5 Oms 1000 Triggered 3V
|
v Bounis A&RHU supply Temp 4 & oms 1000 Triggered sav
w 1@ TechPubsIQ422
A& RHU Return Temp 5 7 oms 1000 Triggered S5
» ¥ Alarm source Inf . oL R ~ N S ) .
» [ Points Database 0 objects
» @ config |
b @ schedules Name Historyld Status State LastSuccess SensorNumber Channel Number Interval Values Timing Type Source O
b |2 Histories
» [l siteinformation
b 1@ TechPubsIQ412
F NCINC
> RowmstPLANS
b O apps
b B Files
b (B Hierarchy
» @ History |
[ New | #Edit  piscover | (DAdd b Match B Archive @ Tagit

S. In the Discovered pane select the required plots. To select more than one plot hold down the CTRL key and
click on the required plots.
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6. Click Add or drag the selected plot(s) to the Database pane. The Add dialogue box is displayed.

r N
Add [
Name History Id Execution Time Enabled  Capacity Full Policy  Sensor b
A& OutsideAiTemp_C4 AQutsideAirTemp_C3  2:00 AM {Sun Mon Tue Wed Thu Fri Sat} true 100000 records  Roll 1
[ Name OutsideRirTemp C4
[ History 1d e /|OutsidedirTerp C3
Time Of Day 02:00:00 AM BST|=
[l Execution Time Daily Randomization |+00000R 00m 00s 4
DaysCfweek [ sun [ Mon [ Tue [ wed [ Thu (4 Fri (] sat
[ Enabled @ true
[ capacity Record Count. 100000 [0-max] records
[l Full Policy Roll
[ sensor Number 1 [1-99]
[ channel Number 3
[ interval +00000h 00m 00a|3
[ values 0 [0-max]
[ Timing Type Triggered
[ source S1v ~B

[l On Demand Poll Enabled @ true

[ On Demand Poll Frequency  Normal

OK Cancel

! p—

IMPORTANT: The Execution Time (i.e. the time when data is collected from the plot module) defaults to once
daily at 02:00:00 AM GMT.

7. Select a plot module from the list and check its Interval time.

8. Change the settings for Execution Time to ensure that data is collected at a suitable interval, to prevent data
loss. For example, 1 second plots must be collected at least once every 16 minutes, and 1 minute plots must be
collected at least once every 16 hours.

9. Specify the capacity of the plot. The capacity specifies the number of values recorded before the first is
overridden and defaults to 100,000.

Note: Ensure the plot data is backed up before it is overridden.

10.  Repeat steps 7, 8 and 9 for each plot in the list.
11.  Click OK. The selected plot(s) is added to the Database pane.
12.  Ifrequired, repeat the above process to add plots for each of the other controllers.

Note: After adding a history, data will not be collected from the controller until its next scheduled execution
time, You can force data collection by using the Archive function - see “Using the Archive Function” on

page 44.

|
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8.2.8 Set History Update Rates for a Trend Site

In order to minimise network traffic and, therefore, reduce potential latency, it is important to correctly configure
histories for viewing live updates. This may required adjustment of the various history update rates for each Trend
network.

1. In the Nav tree right-click the Trend driver and select Views > Property Sheet. The driver’s properties is
displayed in the view pane.

Property Sheet

{3 TrendipNetwork (Trend Ip Network)
m Status {unackedAlarm}
[l Enabled [
W Fault Cause
L Health Ok [31-Oct-16 2:32 PM GMT]
! Alarm Source Info Trend Alarm Source Info
3 monitor Ping Monitor
e Poll scheduler Basic Poll Scheduler
m Retry Count 1
m Response Timeout +00000h 00m 10.0003 2
m VCNC Connection Manager V Cnc Connection Manager
@ Unsolicited Receive Handler Trend Unsolicited Receive
W Local Cnc Address 24
M Local CnclLan 18
Ml Local Cnc Software Issue 6.01
(M Last Raw Trend Frame Data Field
[l Eight Bit Communication @ true
[l Max Fails Until Network Down 1 [0-max]
(® Time Syncronisation Trend Time Synchronisation
A site Alarm Definitions Site Alarm Definitions
(W History Network Ext History Network Ext
%o LaN 18
%0 MSTP LAN ©

7 Refresh [™ save

2. Expand the History Network Ext item and then expand the On Demand Poll Scheduler item.

(Wl History Network Ext History Network Ext
f+ on Demand Poll Scheduler  History Poll Scheduler
[l Poll Enabled © true

Ml Fast Rate 00000h 10m 0032 [1ms- +inf]
[l Mormal Rate 00000h 30m 00s|2 [1ms-+inf]
[l slow Rate 00006h 00m 0034 [1ms-+inf]
m Statistics Start 31-Oct-2016 08:23 AM GMT
[l Average Poll 0.0ms
m Busy Time =
Ml Total Polls 0 over Oms
m Dibs Polls -3 {0/0)
m Fast Polls -3 {0/0)
m Normal Polls -3 {0/0)
ﬁ Slow Polls -3 (0/0)
[ Dibs Count current={ average=(
m Fast Count current=0 average=(
[ Mormal Count current={ average=(
[ slow Count current={ average=(
@ Fast Cycle Time average = 1001ms
[l Mormal Cycle Time  average = 1001ms
[ slow Cycle Time average = 1001ms
3. Adjust the values for Fast Rate, Normal Rate and Slow Rate to a minimum of 15 minutes, in order to avoid

network communications saturation.
4. Click Save at the bottom of the screen.

IMPORTANT: Repeat this procedure for each Trend network.
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8.2.8.1 Using the Archive Function

Histories only collect new data from a controller at their scheduled execution time. You can force data collection at
any time by using the Archive function.

L. Open the Trend History Import Manager - see “Add Trend Plots (Histories)” on page 41.
2. Click Archive to force a download to all histories in the database.

|
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9

CONNECT TO TONNS

If you have purchased a licence that enables you to use points from a TONN it is necessary to add the TONN to the
Niagara network, and then add the required points to the IQVISION database.

The following steps are required to connect to a TONN:

. Licence with an N licence - see “Licensing IQVISION” on page 23.

. Add the TONNS to the Niagara Network
. Add TONN Points to the Database

Add the TONNSs to the Niagara Network

In the Nav tree, open the Drivers folder and double click NiagaraNetwork. The view pane will display the

Station Manager.
Click the Discover button. The discovery process starts. A progress bar at the top of the pane indicates the
status of the discovery. Once the discovery is complete the devices that have been discovered are displayed

in the Discovered list.

[ Database
Nome Ets Address HostModel Version Stotus Health ClientConn Server Conn Virtusl Enabled

watch | @, Tagit

MiNewrouder | [New | #coit _fhoiscover | W concel | @add 3 , T

Hint: During the discovery process you can click on the ? button at the top right to display a Job Log giving
details about the discovery process so far.

In the Discovered list select the TONN(s) from which values are required. To select more than one device hold
down the CTRL key and click on the required devices.

Note: The licence will restrict the number of TONNs that can be used.

Click Add or drag the selected device(s) to the Database list. The Add dialogue box is displayed.
o . e,

Name Address FoxPort UseFoxs Credential Store Enabled VirtualsEnabled B

@ b_jasce ip:165.195.92.350 1911 false Client Credentials  true false
(@i Name ib_jace

[l Address P 165.195.93.250 | B D -

[ FoxPort 1911

[l Use Foxs @ false
UsernameAndPassword
[l Credential Store ysername

Password

[l Enabled @ true

[ virtuals Enabled @ fzlze

oK Cancel
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5. Review the settings for each device:

. If required, change the device name in the Name box.

If multiple devices are listed, click on the device in the list (to highlight it) to view its settings.
6. Click OK.

9.2 Add TONN Points to the Database

This process allows you to add points from previously discovered TONNSs.

1. In the Nav tree, open the Drivers folder and double click NiagaraNetwork The view pane will display the
Station Manager.

2. In the Exts column of the Database list double click the required icon for the required TONN. The Niagara
Points Manager is displayed.

3. In the Discovered list select the required points (values). To select more than one point hold down the CTRL
key and click on the required points.

Note: Remember that IQVISION is licensed for use up to a specific number of points. It is good practice,
therefore, to only add points that are actually required. Adding points that won't be used by IQVISION will
not only waste resources but also generate unnecessary extra network traffic.

4, Click Add or drag the selected point(s) to the Database pane. The Add dialogue box is displayed.

Note: IQVISION automatically chooses the most suitable writable point type. However, this can be manually
changed by selecting a point in the list and choosing a different Item Type.

5. Click OK. The selected point(s) is added to the database.
6. Repeat the above process to add points for each TONN.
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10 CONNECT TO 3RD PARTY SYSTEMS

If you have purchased an OPEN licence and want to use values from non-Trend systems it is necessary to connect to
the 3rd-party systems and add the required points to the IQVISION database.

The following steps are required to connect to 3rd party systems:

. Licence with an OPEN licence - see “Licensing IQVISION” on page 23.
. Add the Required 3rd Party Drivers

- Configure 3rd Party Drivers

. Add 3rd Party Points to the Database

Note: For detail of using the BACnet Driver see “Using the BACnet Driver” on page 48.

10.1 Add the Required 3rd Party Drivers

1. In the Nav tree open the Station folder.

2. Open the Config folder.

3. Double click on Drivers. The view pane will show a list of installed Drivers (Driver Manager).
4, Click on the New button. The New dialogue box is displayed.

E New u

Typeto Add 6 Bacnet Network

Mumberto Add |1 |[1-100]

0K Cancel
S. In the Type to Add box select the required driver, e.g. ‘BacnetNetwork’.
6. Click OK. The following dialogue box is displayed.
rE New L ﬂ‘
Name Type Enabled B

eBacnetNetwork Bacnet Network  true

l—i Name BacnetNetwork
l—i Type Bacnet Network i
l—i Enabled . true

IQLM

7. Change the default network Name to be a meaningful name.
Note: This can be renamed later by right-clicking the driver in the Nav tree and selecting Rename.

8. Click OK. The Driver Manager will now show the driver.
Driver Manager 2 objects
Name Type Status Enabled FaultCause B

eNiagaraNetwork Niagara Netwark  {ok} true

eBacnetNetwurk BacnetNetwork  {ok} true

9. You now need to configure the driver - see “Configure 3rd Party Drivers” on page 47.
10.2 Configure 3rd Party Drivers
The configuration of each 3rd party driver is different, refer to the Tridium documentation for the driver for details.

10.3 Add 3rd Party Points to the Database

The method of adding points to the database for each 3rd party driver is different, refer to the Tridium documentation
for the driver for details.
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10.4

Using the BACnet Driver

The ability to use values from a BACnet system is quite common and is supported by IQVISION. This section provides
an overview of how to use the BACnet driver with IQVISION. For full details refer to the Tridium documentation.

The following steps are required to connect to a BACnet system:

10.4.1

. Licence with an OPEN licence - see “Licensing IQVISION” on page 23.
. Add the BACnet Driver

. Configure the BACnet Driver
. Discover and Add BACnet Devices

. Add the Required BACnet Points to the Database

Add the BACnet Driver

Follow the procedure described in “Add the Required 3rd Party Drivers” on page 47 to add the BACnet driver.

10.4.2

DAL=

@

. In step 5 in the Type to Add box select ‘BacnetNetwork’.
. If required the BACnet driver can be renamed as it is being added. This can be useful if dealing with
several BACnet installations.

Configure the BACnet Driver

In the Nav tree open the Station folder.

Open the Config folder.

Double click on Drivers. The view pane will show a list of installed Drivers (Driver Manager).

In the Nav tree open the folder for the BACnet driver (BacnetNetwork) and double click Local Device.
Set the Object Id to the IQVISION’s address on the BACnet network (range 1-4194302).

Property Sheet
Bl Local Device (Local Bacnet Device)
(@ status [fault}
(M Fault Cause Invalid Cbject ID
M Object Id device =

In the Nav tree open the Bacnet Comm folder and double click Network and expand the Ip port section.

Property Sheet
[ Network (Bacnet Network Layer)
» [@ Router Table Bacnet Router Table
~ [@ IpPort NetworkPort: id=1 net=1 disabled max=2...
[ Network Number |1
» (@ Link B/IP (165.195.93.13T:0xBACD) Standard
[ status [disabled}

[ Fault Cause
» B+ Poll service BacnetMultiPoll

li Max Devices max

[l Enabled O olse

[ Port1d 1

@ Port Info Annex 7 IF
[ Routing Enabled @ true
li Maintain Routing Enabled .Fatss
li Minimum Router Update Time 500 ms
li Router Discovery Timeout 5000 ms
[ Termination Time Value 120 s

Set the Network Number to /.
Set Enabled to true.
Click [,

48
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10.4.3 Discover and Add BACnet Devices

1. In the Nav tree, open the Drivers folder and double click the BACnet driver. The view pane will display the
Bacnet Device Manager.

2. Click Discover. The Configure Device Discovery dialogue box is displayed.

& Device Discovery Config
[ Device Low Limit
[ Device High Limit 2192302
[ Networks [ send Global? 5;::1 AlL Clear All
& Wait Response Time 10 s
0K Cancel
3. If the address range of controllers is known then the Device Low Limit and Device High Limit can be edited

to reduce discovery time.
4. Click OK. The discovery process starts. A progress bar at the top of the pane indicates the status of the

discovery. Once the discovery is complete the devices that have been discovered are displayed in the
Discovered list.

SIS IBAD T

95 UBAD T

165195 01THNBAC) Tre

165195 0220EAC) Tre

Database Oobjects
- Palette B —

B E D [f e
> @cn

» @ circlarGauge

Neme Exs DevicelD Status Netwk MACAddr Vendor Model FrmusreRes AppSWVerson

Movewrolder | Qwew | & fhoiscover | mconcel  @add o warch

@ tsynch | A pevicein

Hint: During the discovery process you can click on the ? button at the top right to display a Job Log giving
details about the discovery process so far.

5. In the Discovered list select the device(s) from which values are required. To select more than one device hold
down the CTRL key and click on the required devices.

Hint: The discovery will also find Trend deivces that have BACnet compatibility. In order to easily identify
these devices sort the list by Vendor by clicking on the Vendor column.

6. Click Add or drag the selected device(s) to the Database list. The Add dialogue box is displayed.

ow I
e
I Name Type Device D Metwk MACAddr Enabled UseCov Max Cov Subscriptions & I
i L44-0641Q422 BacnetDevice device:24064 1 165.195.93.238:0:BACO  true true max

[ Name L44-064 T0422

& Type Bacnet Device

[l Device ID device 24064

[ Netwk 1 [0-65535]

[l MAC Addr 165.195.93.238: 0x3AC0

[ Enabled @ true

[}l Use cov O true

[l Max Cov Subscriptions | max

0K Cancel
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7. Review the settings for each device:

. If required, change the device name in the Name box.

If multiple devices are listed, click on the device in the list (to highlight it) to view its settings.
8. Check that the required devices have been added.
10.4.4 Add the Required BACnet Points to the Database

This process allows you to add points, alarm configuration, schedules and histories from previously discovered
devices.

1. In the Nav tree, open the Drivers folder and double click the BACnet driver. The view pane will display the
Bacnet Device Manager.
2. In the Exts column of the Database list double click the required icon.

@ = points

O = Alarm Configuration
© = Schedules

© = Histories

The BACnet Point Manager is displayed.

3. Click Discover. The discovery process starts. A progress bar at the top to the pane indicates the status of the
discovery. Once the discovery is complete, points are displayed in the Discovered list:

e T e N Ey v

File Edit Seach Bookmarks Tools Window Manager Help

sweess D[]

102 objects

o objects

Nme Out ObjectiD PropertylD Index Read Write

MoNewrolder | [New | #edi _fhviscover | m Concel  @add 3o warch @, Tanit

4. In the Discovered list select the required points (values). To select more than one point hold down the CTRL
key and click on the required points.

Note: Remember that IQVISION is licensed for use up to a specific number of points. It is good practice,
therefore, to only add points that are actually required. Adding points that won't be used by IQVISION will
not only waste resources but also generate unnecessary extra network traffic.

|
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S. Click Add or drag the selected point(s) to the Database pane. The Add dialogue box is displayed.

ZE G e

Name Type Enabled ObjectlD  PropertylD Index Tuning PolicyName DataType Re
(1) §1-515-POWER-milly i tue 1 oy REAL uni
[ Name: S1-51 5-POWER_millivatte

il Type Fumeric Point

(i Enabled @ e

[l Obiect ID Analog Input 1

(i Property ID Present Value

[l Index -1

[l Tuning Policy Name Default Policy

[l Data Type REAL

[l Read unsubscribed

[ Write readonly

[l Device Facets units=mW 3

[l Facets unitsmw ) D

(i conversion 12 Default

oK Cancel

Note: IQVISION automatically chooses the most suitable writable point type. However, this can be manually
changed by selecting a point in the list and choosing a different Item Type.

6. Click OK. The selected point(s) is added to the database.
7. Repeat the above process to add points for each controller.

-]
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11 CONTROLLING COMPLEX OCCUPATION TIMES

As described in “Add Time Schedules” on page 39 a read only ‘import’ version of the time schedule is used to
obtain data from the controller and a second editable ‘export’ version of the time schedule allows times to be written
to 1Q controllers.

For simple systems the export version of the time schedule can be used to make changes to controller’s occupation
times or set up Special Events (exceptions). See “Viewing and Changing Occupation Times (Time Schedules)”

on page 110.

For more complex occupation requirements the occupation times can be controlled centrally.
1.1 Control Occupation Times Centrally

For sites with a number of Time Schedules in different controllers the occupation times can be controlled centrally
to reduce the time taken to make changes. To enable this a BooleanSchedule should be added for each group of Time
Schedules in the Trend controllers that are to operate the same times e.g. one for office occupation time and another
for factory occupation and each of the Time Schedules linked to the BooleanSchedule. The occupation times for
those Time Schedules are then specified in the BooleanSchedule.

A CalendarSchedule can be added to enable central control of days that operate different times e.g. for bank holidays
- see “Using a CalendarSchedule” on page 58.

The following steps are required to configure IQVISION to control occupation times centrally:

Create a Folder for the Master Time Schedules
Add a BooleanSchedule

Break Link with Schedule Import
Link the Time Schedules to the BooleanSchedule

Set the Weekly Schedule
Set the Special Events (Exceptions)

See “Controlling Occupation Times Centrally” on page 113 for detail of change occupation times centrally.
1.1.1 Create a Folder for the Master Time Schedules
It is recommend that a folder is created to store the information required to control the occupation times.

1. In the Nav tree open My Host > Station(IQVISION).
2. Right click Config and sclect New > Folder. The Name dialogue box is displayed.

Mame =5
@
0K Cancel
3. Specify the folder’s name e.g. ‘Master Time Schedules’.
4, Click OK.
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11.1.2 Add a BooleanSchedule

A BooleanSchedule must be added for each group of Time Schedules in the Trend controllers that are to operate the
same times.

1. In the Nav tree open My Host > Station(IQVISION), navigate to the folder created for the master Time
Schedules and double click to display the wire sheet in the view pane.

2. Open the schedule palette - see “Palettes” on page 106.

3. Drag a BooleanSchedule onto the wire sheet. The Name box is displayed.

4, Enter a name for the BooleanSchedule. This should reflect the times it is to control e.g. ‘OfficeOccupation’.
3. Click OK.
11.1.3 Break Link with Schedule Import

The link between an export schedule and the corresponding import schedule must be broken for each of the Time
Schedules that are to be centrally controlled.

1. In the Nav tree open My Host > Station(IQVISION), navigate to the controller containing the time schedule
that is to be unlinked.

2. In the Nav tree right-click Schedules and choose Views > Trend Schedule Export Manager.

3. Double click the time schedule that is to be unlinked. The Edit dialogue box is displayed.

Edit

Name ftem Number  Supervisor Ord Match Sche

gy AHUL a3 slot/Drivers/ TREMD/ALlbery $20House/L044/0( 70043 _| true
(i Name

[l ltem Number 43

m Supervisor Ord slot:/Drivers/TREND/Alberys20Eouse/L044/0016/3chedules/Z0043, il -

[fil Match Schedule Import @) true

[l Enabled @ true
Time Of Day 02:00:00 M GMT &
m Execution Time Daily Randomization +00000h 30m 00s j
Days Ofweek [ Sun [# Mon & Tue @ wed B Thu [ Fri [4 sat

0K Cancel

4, In the Match Schedule Import box select false.
Click OK.
6. Repeat for all required Time Schedules.

b
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11.1.4 Link the Time Schedules to the BooleanSchedule
Each of the Time Schedules that are to be controlled must be linked to the BooleanSchedule.

1. In the Nav tree open My Host > Station(IQVISION), navigate to the controller containing the time schedule
that is to be unlinked.

2. In the Nav tree right-click Schedules and choose Views > Trend Schedule Export Manager.

3. Double click the time schedule that is to be linked to the BooleanSchedule. The Edit dialogue box is displayed.

Name ftem Number  Supervisor Ord Match Sche

& Atanothoerzone: 18 43 044/0 X false

[ Name At ancthoer zonelf
[ 1tem Number 13
[ supervisor ord slot:/Drivers/TREND/Alberys20House/L044/0016/achedules/Z0043] B ~

[ Match Schedule Import | @ false

[ Enabled @ true
Time Of Day 02:00:00 AM GMT|3
[l Execution Time Daily Randomization |[+00000h 30m 00s %
DaysOfWeek [ Sun [ Mon [ Tue [ Wed [ Thu [ Fri [ Sot
oK Cancel
4. In the Supervisor Ord box select the required BooleanSchedule.

5. Click OK.
6. Repeat for all required Time Schedules.

11.1.5 Set the Weekly Schedule
The Weekly Schedule determines the occupation times for a normal week i.e. no Special Events apply.

1. In the Nav tree open My Host > Station(IQVISION), navigate to the required BooleanSchedule.
2. Double click the BooleanSchedule. The Scheduler is displayed in the view pane.

l1QuisioN 20 8ETAL B 2 W . B N 15 -

3. Select the Weekly Schedule tab.
4. Specify the required occupation times:
. To add a new time period: Drag the mouse in the required white area of the grid.
. To make adjustments to existing time periods: Drag the top or bottom edge of the green rectangles

to the required time.

. To set all day occupation: Right click the day and select All Day Event.

. To apply a day’s times Monday to Friday: Right click the day and select Apply M-F.

. To remove a time period: Right-click the rectangle and select Delete Event.

. To remove all time periods for a day: Right click the day and select Clear Day.

. To copy a day: Right click the day and select Copy Day then right click the day the times are to be
copied to and select Paste Day.

5. Click Save.

-]
IQVISION Configuration Manual TE201382 Issue 4, 13-Feb-2017 55



Controlling Complex Occupation Times

11.1.6 Set the Special Events (Exceptions)

Special Events enable different occupation times to be used on specific days.

1. In the Nav tree open My Host > Station(IQVISION), navigate to the required BooleanSchedule.
Double click the BooleanSchedule. The Scheduler is displayed in the view pane.

3. Select the Special Events tab.

e T e

File Edit Seach Bookmarks Tools Window Help

4. Specify the required Special Events:

Add a Special Event

B wesktySchedule [ Secialvents | [@ Properties (D Summary

@ada Edit a prior ty v priority [[] Rename Delete

. Click Add. The Add dialogue box is displayed.

B2 add [
Name
Type Date
Any Weekday 28 Oct 2016 :::]
0K Cancel
. Specify a name for the Special Event in the Name box.
. Select Date or Date Range in the Type box.

Do NOT select any of the other options in the Type box as they are not supported by the controller

and will cause problems.

. Specify the date(s) the Special Event applies to:

. Date: Specify the day month and year in the appropriate box.
. Date Range: Specify the day month and year for the beginning of the range in the appropriate box
in the top row and specify the day month and year for the end of the range in the appropriate box in

the bottom row.

. Click OK.

. Edit the times - see “Edit the times” on page 57.

56
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Edit the times
. Click the Special Event for which the times are to be edited.
. To add a new time period: Drag the mouse in the required white area of the grid.
. To make adjustments to existing time periods: Drag the top or bottom edge of the green rectangles

to the required time.
. To set all day occupation: Right click the day and select All Day Event.

. To remove a time period: Right-click the rectangle and select Delete Event.
. To remove all time periods: Right click the day and select Clear Day.
. To ensure non-occupancy outside the specified periods right click the day and select Schedule Defaults.

Rename a Special Event
. Right click the Special Event that is to be renamed.
. Click Rename. The Rename dialogue box is displayed.

@ Enter Name EENVS;(BBTEY]

0K Cancel
. Enter the new name.
. Click OK.
Delete a Special Event
. Right click the Special Event that is to be deleted.

. Click Delete. The Confirm dialogue box is displayed.

. Click Yes.

5. Click Save.
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11.2 Using a CalendarSchedule

Time Schedules that are controlled by a BooleanSchedule will, by default, use occupation times specified in the
Weekly Schedule. A CalendarSchedule can be used to specify days which will use different times, e.g. Bank Holidays.

CalendarSchedules only specify the dates where times are different; the times worked on these days are specified in
the BooleanSchedule. This allows different areas to work different times.

The following steps are required to configure IQVISION to use a CalendarSchedule:

Configure IQVISION to control occupation times centrally - see “Control Occupation Times Centrally”
on page 53.

Add a CalendarSchedule

Link a CalendarSchedule to a BooleanSchedule

Specify the Dates

Specify the Occupation Times

11.21 Add a CalendarSchedule

1. In the Nav tree open My Host > Station(IQVISION), navigate to the folder created for the Master Time
Schedules and double click to display the wire sheet in the view pane.

2. Open the schedule palette - see “Palettes” on page 106.

3. Drag a CalendarSchedule onto the wire sheet. The Name dialogue box is displayed.

£ Name . 5

@ CalendarSchedule
0K Cancel

4. Enter a name for the CalendarSchedule. This should reflect the times it is to control e.g. ‘BankHolidays’.
5. Click OK.

11.2.2 Link a CalendarSchedule to a BooleanSchedule

Each BooleanSchedule that is to use different times on the dates specified by the CalendarSchedule must be linked
to the CalendarSchedule.

—

In the Nav tree open My Host > Station(IQVISION), navigate to the required BooleanSchedule.
2. Double click the BooleanSchedule. The Scheduler is displayed in the view pane.
3. Select the Special Events tab.

e T e T

EnumScheduleSelector

@ada it a priority priority (] Rename Delete

B wesktySchedule [ Secilvents | [@ Propertes (D Summary
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4.

7.

Click Add. The Add dialogue box is displayed.

= ===
Name

Type Date

Any Weekday 28 oct 2016 :::]

0K Cancel

Specify a name for the Special Event in the Name box.
Select Reference in the Type box. The CalendarSchedule should appear in the dialogue box.

I )

Name Event

Type Reference

Calend

lot 20Times205ch kHoliday

0K Cancel

Click OK. A Special Event that will use the dates specified by the CalendarSchedule is added to the
BooleanSchedule. Currently no times are specified.

3 IQUISION v20 BETA-1
File Edit Seach Bookmarks Tools Window Help

O w- M@

(rrevpage 4 prevmonts [Today | nexthonth b westrage b
& O [ @uneor Tz Fenzor Wzt T 2o Sz
T umeomm o s IR EEREER R R e
b @ mynodutes 1234567 123 e 123 e 1 12345 6 123
¥ s anson e L O | g | P
& o 2 25 2 s [Bor 2| |19 20 2 22 23 26 25| |19 20 21 22 23 26 25| |16 57 18 19 20 21 22| fo1 22 2 e s 2 2| fmm w22 me
~ © coniig 2 0 2 2 2 2 2w 0 ||m22s 2w les 25 26 27 28 2 2
» @ services 30
» O orivers
> @ Name  Summary g reresaed
» © schematics. IM"' Reference: slot:/MasterS20TimeS205chedu les/BankHolidays ]
> O schematist Banktolldey  Date Range: 19Feb 201724 Feb 2017 300AM
b © MasterTime schedules
> O ries
» B Hierarchy &00AM
» @ristory
sonan
~ Palette 2]
W X D § schede 12:000M
» BBeo ule
» BB Enumschedule
» BB Numericschedule sooem
» BB stringschedule
BB colendarschedule -
» BB Triggerschedule
» B8 BooleanscheduleSelector
» BB NumericscheduleSelector 9:00PM
» B stringscheduleselector
» BB EnumscheduleSelector
s oaris P
@ add @Edit 4 Priority ¥ Priority [[] Rename X Delete EventOutput [] null (@ true
2 ey Schedule | [ Soecislvents )] Properties (D) Summary
_Elsme | _Onetresh |
L
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11.2.3 Specify the Occupation Times
The times used on the dates specified by the CalendarSchedule must be specified.
1. In the Nav tree open My Host > Station(IQVISION), navigate to the required BooleanSchedule.

. Double click the BooleanSchedule. The Scheduler is displayed in the view pane.
3. Select the Special Events tab.

TR, e e e saees i)

File Edit Seach Bookmarks Tools Window Help

- Nav ( Provpage 4 Prevhonth | Today | NextMonth b NextPage b
L4 Jan 2017 Feb2017 Har2017, Apr2017 May 2017 Jun 2017
P ood polpoaassd|poannogtooosadhassbodlposasas
) O Fies
» B Hierarchy 500AM
» @ History
~ Palette =] o
W X D # sheoe 12:000M
» B8 Bocleanschedule:
» BB stringschedule :
» BB Catendarschedue coomm
» BB Triggerschedule
» B8 EnumscheduleSelector
Ont @t arvionts v ooty Elaeome X ool oD o @
) ey Schedule | [ Soecislvents ) Properties (D) Summary
[ save | G refresh
4. Select the Special Event for which times are to be specified.
S. Specify the occupation times for the Special Event:
. To add a new time period: Drag the mouse in the required white area of the grid.
. To make adjustments to existing time periods: Drag the top or bottom edge of the green rectangles
to the required time.
. To set all day occupation: Right click the day and select All Day Event.
. To remove a time period: Right click the rectangle and select Delete Event.
. To remove all time periods: Right click the day and select Clear Day.
6. To ensure non-occupancy outside the specified periods right click the day and select Schedule Defaults.

7. Click Save.

|
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11.2.4

Specify the Dates

The dates that are to operate different times must be specified in the CalendarSchedule.

1.

2.

In the Nav tree open My Host > Station(IQVISION), navigate to the folder created for the Master Time
Schedules and double click to display the wire sheet in the view pane.
Double click the CalendarSchedule. The Calendar Scheduler is displayed in the view pane.

T e O wamaaaeeees e s o)

File Edit Seach Bookmarks Tools Window Help

4 PrevPage 4 PrevMonth _Today | NextMonth b NextPage )

Tan2017 Feb2017 War 2017 Apr2017 Way 2017 Jun 2017 2017

smtwtfs[{lsmtwtrslfsmtwtrs{smtwtrs||lsmtwtrslfsmtwtrs|lsmtwtrs

......................

SR CEEERE T SR SR EERE T I

| e |

e T | e e e e | T T T

2 5 5 waw e | e | e swnnnn |[sussnns
B o a

Priority ¥ Priority
[swe O Refresh

Specify the required dates:

Add a date

Click Add. The Add dialogue box is displayed.
T 22020 W

Name

Type Date

Any Weekday 26 Jan 2017 :::]

oK Cancel

Specify a name for the Special Event in the Name box.
Select Date or Date Range in the Type box.

Do NOT select any of the other options in the Type box as they are not supported by the controller

and will cause problems.
Specify the date(s) the Special Event applies to:

. Date: Specify the day month and year in the appropriate box.

. Date Range: Specify the day month and year for the beginning of the range in the appropriate box
in the top row and specify the day month and year for the end of the range in the appropriate box in

the bottom row

Click OK.

Edit a date

Double click the date that is to be edited.
Edit the date as required.

Rename a date

Right click the date that is to be renamed.

|
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. Click Rename. The Rename dialogue box is displayed.
L

@ Enter Name bt

0K Cancel
. Enter the new name.
. Click OK.
Delete a date

. Right click the date that is to be deleted
. Click Delete. The Confirm dialogue box is displayed.

@

Delete "ChristmasDay"
es

e |

LY

. Click Yes.

4, Click Save.

|
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12 CONFIGURING ALARMS

Alarms generated within a Trend system can be sent to IQVISION by the following routes:

. Alarms can be sent to a specific IP address (which would be the IP Address of the PC running
IQVISION).
. Alarms can be sent to the vCNC that IQVISION uses to connect to the site. This is only suitable if the

IQVISION uses a permanent connection.

PC Ethernet Port Trend Ip Alarm Listener Alarm associated

with alarm listener

IP Address: Listening Port:
165.195.101.123 2774

Match with

Trend Site 1 GUIDs or Device

Alarm MAC Addresses
AY for site 1?7
\_ @_ S R
) Match with
IendiSl =2 GUIDS or Device
Alarm MAC Addresses
Ay for site 27

Alarms received via the site’s vCNC will automatically be associated with that site.

However, alarms received via the IP Address are processed by the Trend IP Alarm Listener, which ‘listens’ for alarm
messages on a specific port (default is 2774). It uses information obtained during device discovery to determine
which site originated the alarm. It does this by trying to match data within the alarm message with a site GUID or
device MAC address in the IQVISION database.

If alarms are received from unknown GUIDs or MAC addresses they will be raised against the Trend IP Alarm
Listener service itself.

Once an alarm is associated with a site the Alarm Service allows alarms to be assigned to different alarm classes
which in turn allows them to be handled differently according to specific criteria. By default all alarms are assigned
to the Default Alarm Class. Additional Classes can be added as required.

121 Alarm Priorities

IQVISION can set different priorities for the various stages of alarms. The following stages exist in IQVISION:

. toOffnormal i.e. value is valid but has gone above or below a specified level (e.g. equivalent to HIGH
or LOW in a Trend system);

. toFault i.e. value is invalid such as caused by a hardware fault (e.g. equivalent to OUTL in a
Trend system);

. toNormal i.e. value is back within a normal valid range (e.g. equivalent to Alarm Cleared).

Each stage can be set to a priority level between 0 (lowest) and 255 (highest).

Escalation can be configured so that if an alarm isn’t actioned within a specified time it can be sent to a secondary
destination(s).

The total alarm count and ‘unacked’ (unacknowledged) alarms are viewable. But individual alarms cannot be viewed
until a recipient has been configured.
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12.2 Setting up Alarm Handling

In order to set up alarm handling the following steps are required:

Changing the Alarm Listener Port Number
Configuring Site Alarm Information

Set up Controller Alarm Destination Modules
Adding Alarm Classes

Set the Alarm Class for an Alarm

Add an Alarm Recipient

12.2.1 Changing the Alarm Listener Port Number
If you do not want to use the default port number (2774) to listen for IP alarms it can be changed as follows:

1. In the Nav tree open the Services folder (under Station > Config).
2. Double click TrendIpAlarmListener. The following properties will be displayed.

Property Sheet
A TrendipAlarmListener (Trend Site Alarms Service)
[ status ok}
[ Last Fault
(W Enabled @ e
[ ListeningPort ~ [2774 [1024 - 5535]
©Q Alarm Info Alarm Source Info
3. Change the Listening Port number as required.
4, Click Save.
12.2.2 Configuring Site Alarm Information

If you choose not to scan the site for alarm information during device discovery, you will need to configure this
information before IQVISION can associate alarms with the appropriate Trend site. This can be done either by
scanning the site or entering the information manually.

1. In the Nav tree double click the Trend network driver to open the Trend Device Manager.
2. Click the Configure Site Alarm Information button. The following dialogue box is displayed.

r M
(] Configure Site Alarm Information M

In arderforthe system to identify the source of Site alarms, it
needsto know the Site GUID/ MAC used for this Site. You may
enterthis manually orscan all relevant devicesin the LAN's of this
site. {Automatic scans may take a while).

Automatic system scan setup |

Manual entry of GUID / MAC address for Site ‘

To perform an automatic setup:
1. Click Automatic system scan setup. Scanning will commence - this may take a while. Once completed a

results dialogue box is displayed. For example.

[ Please review.. =)
Timestamp Activity
@ as5PM Site Alarm Information Summary
° 4:55PM Total Known Site GUIDs: 1
° 4:55PM Total Known MAC Addresses: 2
° 4:55PM Total Networks with Clashing Site GUIDs: 0
° 4:55PM Total Networkswith Clashing MAC addresses: 0
° 4:55PM Total networks with no valid Site GUID identifiers: 0
@ 455PM Job Success
2. Check the results for any problems found such as having more than one GUID or duplicate MAC addresses.
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To perform a manual setup:
1. Click Manual entry of GUID/MAC address for Site. The following dialogue box is displayed.

r 5
(] Configure Site Alarm Information &J

Site GUID {B1325D60-1850-4CB5-]
MAC Address | 00:10:70:06:11:05

Update Site GUID / MAC address data ‘

2. Type in a valid Site GUID and/or the MAC Address of the device that is forwarding alarms from the site.
3. Click the Update button.

12.2.3 Set up Controller Alarm Destination Modules

Controllers send alarms to the destination specified by one or more Alarm Destination modules in their strategy. For
alarms to be sent to the IP Address of IQVISION, configure the module as follows:

Destination Type:  IP.
Destination: The IP address of the IQVISION PC.
Dest. Port: The alarm listening port (typically 2774).

For alarms to be sent via the vCNC to IQVISION, configure the module as follows:
Destination Type: IQ Lan
Alarm Address: The address of the vVCNC on the Trend network.
Remote Lan: The LAN number of the vCNC on the Trend network.
Note: A permanent vCNC connection is required for alarms to be sent this way.

Refer to the IQSET Manual (TE200147) for further details on setting up controller Alarm Destination modules.

12.2.4 Adding Alarm Classes

The Alarm Service allows alarms to be assigned to different alarm classes which in turn allows them to be handled
differently according to specific criteria. By default all alarms are assigned to the Default Alarm Class. Additional
Classes can be added as required.

To add an alarm class
1. In the Nav tree open the Station > Config > Services folder.
2. Double click AlarmService. The view pane will display the Alarm Service wire sheet.

Wire Sheet
[ )

Default Alarm Class a2
Alarm Class

3. Open the Alarm Palette - sce “Palettes” on page 106.
4, Drag an AlarmClass item onto the wire sheet. The Name dialogue box is displayed.

E3 Mame ﬂ
@ ‘

0K Cancel
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S. Change the default class name as required (e.g. Critical Alarms) and click OK.

Wire Sheet
File Alarm Db C:
]

Default Alarm Class a
Alarm Class

Alarm

= Al

[Alarm

- ]
12.2.5 Set the Alarm Class for an Alarm

By default all alarms are assigned to the Default Alarm Class. If you have added other Alarm Classes you need to
specify which class each alarm is to use.

To set the class for an alarm:
1. In the Nav tree drill down into the required site and locate the Alarm Info item for the required point (e.g. a
Sensor).

- Nav
¥ o & My Netwark

& station (test)
A Alarm
© config
@ services
O orivers
 NisgarsNetwork
{5] TrendipHetwork
8o (013) Lan 18
1 Tech PubsiQ222
NC INC
i@ Tech PubsiQ412
! Alarm SourceInfo
[ roints
[ sensors
€ sensors
3 ProxyExt
© alarm info
[E] Knobs
[ orivers

» [ Switches

2. Double click the Alarm Info item to display the Property Sheet in the view pane.

Property Sheet

©Q Alarminfo (Alarm Source Info)
[ Alarm Class Defaulc Alarm Class

[ Source Name @

(M To Fault Text @

(W To Offnormal Text @

(W To Normal Text @

. null W - (DefaultView) - P

(g Hyperlink Ord > ®-

(W Sound File null - )

[ Alarm Icon null - )

(gl Alarm Instructions ~ Olnstructions )

(W Meta Data » ®-
3. Pick the required Alarm Class from the drop-down list.

Note: To add further alarm classes to the list refer to “Adding Alarm Classes” on page 65.
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12.2.6 Add an Alarm Recipient

For alarms to be seen by a user they must be passed to a recipient. This will most commonly be a Console Recipient

which allows alarms to be listed and acted upon. There is also a Station Recipient which allows alarms to be passed
to another instance of IQVISION.

To add an alarm recipient:

1. In the Nav tree open the Station > Config > Services folder.
2. Double click AlarmService. The view pane will display the Alarm Service wire sheet.
Wire Sheet

Alarm Db Con
File Alarm Db

Default Alarm Class a
Alarm Class

Alarm

(Critical Alarms
Halarm Class A

bl

Open the Alarm Palette (sce “Palettes” on page 106) and open the Recipients folder.
4, Drag a ConsoleRecipient item onto the Wire Sheet. The Name dialogue box is displayed.

E=3 Name ﬂ

@ L]armConsole ‘

0K Cancel

5. Change the default name as required (e.g. AlarmConsole) and click OK. The recipient is added to the wire
sheet.
Wire Sheet
File Alarm Db C:
1
Alam
@ Status ok]
PPt T |
Alarm

6. Position the mouse pointer on the right-hand side of the Alarm item in AlarmClass and drag to the left-hand
side of the RouteAlarm item in the ConsoleRecipient.

Note: Multiple AlarmClass items can be linked to the same ConsoleRecipient if required.

Wire Sheet
]

Default Alarm Class Y AlarmConzole E
Alarm Class ‘Console Recipient.
Alam Routz Al

Status ok}

Critical Alarms a
Alarm Class
Alarm

7. To check correct setup, double click the ConsoleRecipient. The Alarm Console will display in the view pane.

IQVISION Configuration Manual TE201382 Issue 4, 13-Feb-2017 67



Configuring Alarms

|
68 IQVISION Configuration Manual TE201382 Issue 4, 13-Feb-2017



Creating Schematics (PX Pages)

13 CREATING SCHEMATICS (Px Pages)
Schematics within IQVISION are known as PX Pages (Presentation XML).

Existing schematic pages can be imported/migrated into IQVISION from another supervisor (e.g. 963) using the
Migration Tool - see section “Migration Tool” on page 95. Once migrated you can make changes to the PX Pages
using the various tools within IQVISION. The same tools may also be used to create new PX Pages from scratch.

This section describes how to create the most commonly required features of PX Pages. For more in depth information
please refer to the Tridium documentation.

It is recommended that you create a template page that contains features that are needed on each page, e.g. a logo,
outside temperature, navigation buttons, etc. It is also recommended that you create a folder to store all the PX Pages,
and another folder to store any images used on the pages.

The following steps are required to create PX Pages:

Create a Folder for the PX Pages
Create a Folder for the Images
Prepare Images

Add Images to IQVISION
Specify the PX Template Page
Create a PX Page

Edit a PX Page

13.1 Create a Folder for the PX Pages

PX Pages can be created at any point within IQVISION e.g. added to a folder, device or a module. However, this can
make engineering unnecessarily complicated so it is recommend that a folder is created to contain them.

1. In the Nav tree open My Host > Station(IQVISION).
2. Right click Config and sclect New> Folder. The Name dialogue box is displayed.

Mame =5
@
0K Cancel
3. Specify the folders’s name e.g. ‘Schematics’.
4. Click OK.
13.2 Create a Folder for the Images

p—

In the Nav tree open My Host > Station(IQVISION).
2. Right click Files and select New> Folder. The Name dialogue box is displayed.

Name for New Foldar =]
@
0K Cancel
3. Specify the folders’s name e.g. ‘Images’.
4. Click OK.
13.3 Prepare Images

Any external images that are to be used on PX Pages must be created using a 3rd party graphics package and sized
to the size required on the PX Pages.

Note: Once the images have been added to IQVISION they cannot be changed.
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13.4 Add Images to IQVISION
To use images within IQVISION they must exist within the file structure of IQVISION.

1. In the Nav tree open My Host > My File System and navigate to the file that is to be added (this could be a
folder containing multiple graphics).

2. Right click the file or folder and select Copy.

3. In the Nav tree open My Host > Station(IQVISION) > Files and navigate to the location the image(s) are to
be stored e.g. the folder created in Create a Folder for the Images.

4, Right click the location (e.g. images) and select Paste.

13.5 Specify the PX Template Page

PX Pages are created using the template PX Page (located - My Host > Sys Home > defaults > workbench > newfiles
> PxFile.px). By editing this page all future PX Pages created will have this format.

1. In the Nav tree open My Host > My File System > Sys Home > defaults > workbench > newfiles.
2. Double click the PxFile.px file.

. > . . . .
3. On the menu bar click the # icon to switch to PX Editor view.
4 - Bound Ords \
]
- Widget Tree
|_] scrollpane (Root)
- Px Properties
®
Value B
- PxLayers %]
®
Status E
- Properties
| = [ »
G J

Note: The grid in the middle of the screen is the viewable area of the page.

4. Design the page layout as required - see “Create or Change PX Page Elements” on page 71.
5. Save the file (select File> Save, or press CTRLAS).
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13.6 Create a PX Page

PX Pages are created by making a new view of an element in the Nav tree and once a PX view is added it is the new
default view of the element. PX Pages are stored in the IQVISION file structure, but are linked to the element where
the view has been attached.

To keep structure simple it is a good idea to create subfolders. These subfolders hold the various schematics you want
to create.

1. In the Nav tree open My Host > Station(IQVISION) > Config and navigate to where the PX Page is to be
located e.g. the folder created in Create a Folder for the PX Pages.
2. Right click the folder and select New> Folder. The Name dialogue box is displayed.

Mame =5
@
0K Cancel
3. Specify the page’s name e.g. ‘Floor 4°.
4, Click OK a folder is created.
5. Right click the folder you have just created and select Views > New View. The New Px View dialogue box is
displayed.
e
New Px View
Createa new view on the component using a pxfile
View Name
View lcon module://icons/x16/views/view.png [ ]
Target Media |[5) Workbench PxMedia
- & PxFile file:~px/Graphic.px [~
&> DynamicView
oK Cancel
6. Enter the name of the page (same as the folder just created) in the View Name box.

7. Click OK. The PX Page will be created based on the template page.
13.7 Edit a PX Page

The PX Editor is used to edit a PX Page.

1. In the Nav tree locate the P)E file and double click on it.

2. On the menu bar click the # icon to switch to PX Editor view.

3. Change the page layout as required - see “Create or Change PX Page Elements” on page 71.
4, Save the file (select File> Save, or press CTRLAS).

13.71 Create or Change PX Page Elements

After creating a new PX Page or opening an existing page for editing use the following procedures to design the page
layout and content.

13.7.11 Setting the Page Size and Background

To set the viewable area size:

1. Double click the layout grid to open the Properties dialogue box.
2. Click viewSize to set the visible screen size in pixels (maximum 10000 x 10000).
3. Click OK.

To set the background colour:

1. Double click the layout grid to open the Properties dialogue box.

2. Click the background as required and select either Solid or Gradient and use the colour picker to set the
required colour(s).

3. Click OK.

- _____________________________________________________________________________|
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To set the background image:

1. Double click the layout grid to open the Properties dialogue box.
2 Click the background as required and select Image.

3. Select the required image file and alignment settings.

4 Click OK.

13.7.1.2 Add Text

1. Right click the page and select New > Label. A label is added to the page.
2. Double click the label. The Properties dialogue box is displayed.

Label ‘ a B s
% Label
backeround [ (default)
Blink false
enabled true
font (default) |
foreground D(dmum
halign Center
image null |
layer
[t 100.0,170.0,100.0,20.0 J
text
texticonGap |4+ 00
textTolconalig Right
valign Center
visible true
wordwrapena false
0K Cancel
3. Enter the required text in the text box.

4. Click OK.

13.7.1.3 Add an Image

Add your own image:

Images are sized on the screen based on their native dimensions (pixel size) - you cannot scale the image. Therefore,
you may need to resize the image using your preferred graphics editor before adding to the page.

1. Navigate to the required image using the Nav tree.

Note: It is recommended that any images you intend using in IQVISION are first copied into a folder within
the Station - see “Create a Folder for the Images” on page 69.

2. Click and drag the file to the layout grid and position as required.

Note: As you drag the item on the page two green lines indicate the top left corner where the item will be
positioned.

Add an IQVISION Image:
IQVISION has some built in images that can be added to a PX Page.

1. Open the palette containing the required graphics - see “Palettes” on page 106. The following palettes
contains useful images, but there are others available:

KitPx — Covers elements like — logoff, buttons etc
KitPxHvac — has a library of various hardware graphics — pumps, boilers etc
KitPxN4svg — is similar to KitPx but all the graphics are SVG (scalable vector graphics)

2. Navigate to the required image using the palette.
3. Click and drag the image to the layout grid and position as required.

Note: As you drag the item on the page two green lines indicate the top left corner where the item will be
positioned.
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13.7.1.4 Add a Dynamic Object (Value)

1. Navigate to the required value using the Nav tree.
2. Click and drag the value to the layout grid and position as required.

Note: As you drag the item on the page two green lines indicate the top left corner where the item will be
positioned.

bl

When you release the mouse button the Make Widget dialogue box is displayed.
4. Select Bound Label.

r -
Make Widget ]

" Make Widget
Make a new widget thatis bound to the ord.

foxs:|station:|slot:/Drivers/Trend $20Control$20Systems/Trend IpNetwork/L018/0016/points/S/S0001

& Bound Label BoundLabel ‘ o B8 8
< Include PxFile # BoundLabel
& From Palette backeround || (default)
& Workbench View blink false
< Properties border 0.0none black
& Actions
enabled  [trUE
£ TimePlot
font (default)
M FormatText |3out.Values foreground [ -] defaut)
[ status None halign Center
[ Hyperlink image null
[ Mouse Over |None layer
[ Border 0.0none black mouseOver | MNone
i Meke Display Name Label padding |00

(e

= <ord>

texticonGap |5-00

textTolconalig Right

valign Center
visible true
OK Cancel
5. Select Format Text and choose %out.Value% to display the value.

6. Select Make Display Name Label to display the label.
7. Click OK.
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13.7.1.5 Add an Animated Image
IQVISION has some built in images that can be animated depending on value from the system.

1. Navigate to the value that is to be linked to the image using the Nav tree.
Click and drag the value to the layout grid and position as required.

Note: As you drag the item on the page two green lines indicate the top left corner where the item will be
positioned.

bl

When you release the mouse button the Make Widget dialogue box is displayed.
4. Select From Palette.

" Make Widget
Make a new widget thatisbound to the ord.

station:|slot:/Drivers/Trend520Control$20Systems/Tech$20PubsS20Rig/L024/0064/points/5/S0003

<> Bound Label =y on
& Include PxFile

& [From Palette]

& Workbench View

> Properties

{ Actions

< TimePlot

W X T @§ teaasg

» OBoiLers

] Ochiuers

b O coils

» @ coolingTowers
b O pampers

b O puctwork

b O Electrical

» OFans

» O Filters

b QFie

b (@ ceneratorGeneric
b Q) HesatExchangers
» OInd\catorFLags

» ELabsAWalveR\ght
» OL\ghtmg

O misc

b OPipmg

b O Pumps

» Oruu

-
[ Hyperlink

0K Cancel

Open the palette containing the required graphics - see “Palettes” on page 106.
Navigate to the required image using the palette.

Select the required image.

Click OK.

N oL
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13.7.1.6 Add a Slider
A slider can be added to enable an analogue value to be adjusted.

1. Navigate to the value that is to be linked to the slider using the Nav tree.
2. Click and drag the value to the layout grid and position as required.

Note: As you drag the item on the page two green lines indicate the top left corner where the item will be
positioned.

bl

When you release the mouse button the Make Widget dialogue box is displayed.
4. Select From Palette.

" Make Widget
Make a new widget thatis bound to the ord.

station:|slot:/Drivers/Trend520Control520Systems/Tech$20PubsS20Rig/L024/0064/ points/5/S0003

<> Bound Label =y o
& Include PxFile

& From Palette]

& Workbench View

> Properties

¢ Actions

< TimePlot

W X T § kteouasg

0 Boilers

0 Chillers

© coils

8 coolingTowers
© pampers

O puctwork

O Electrical

O Fans

O Filters

O Fire

(@ GeneratorGeneric
Q) HestExchangers
0 Indicator Flags
E LabsAirvalveRight
0 Lighting

O misc

0 Piping

O Pumps

Oruu

-
[ Hyperlink

v v Y VY VYV VYTVYTVYTVTVYT VTV VT VTV VFVETVYTY

0K Cancel

5. Open the KitPx palette - see “Palettes” on page 106.
6. Select SetPointSlider.
7. Click OK.
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13.7.1.7 Add a Button to Adjust a Value

1. Navigate to the value that is to be adjusted using the Nav tree.
Click and drag the value to the layout grid and position as required.

Note: As you drag the item on the page two green lines indicate the top left corner where the item will be
positioned.

When you release the mouse button the Make Widget dialogue box is displayed.

4, Select Actions.

" Make Widget
N Make a new widget that isbound to the ord.
station:[slot:/Drivers/Trend$20Control520Systems/ Tech$20Pubs$20Rig/L024/0064/paints/W/WD0Z
> Bound Label Actions
& Include PxFile Q active
& From Plette Q inactive
& Waorkbench View O auto
& Properties O set
@ Actions
0K Cancel
5. Select Set.
6. Click OK.
_______________________________________________________________________________________________________________________________________|
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13.7.1.8 Add a Link to Another Page

1. Navigate to the PX Page that is to be linked to using the Nav tree.
2. Click and drag the PX Page to the layout grid and position as required.

Note: As you drag the item on the page two green lines indicate the top left corner where the item will be
positioned.

bl

When you release the mouse button the Make Widget dialogue box is displayed.
4. Select From Palette.

" Make Widget
Make a new widget thatis bound to the ord.

station:|slot:/Drivers/Trend520Control520Systems/Tech$20PubsS20Rig/L024/0064/ points/5/S0003

<> Bound Label =y o
& Include PxFile

& From Palette]

& Workbench View

> Properties

¢ Actions

< TimePlot

W X T § kteouasg

0 Boilers

0 Chillers

© coils

8 coolingTowers
© pampers

O puctwork

O Electrical

O Fans

O Filters

O Fire

(@ GeneratorGeneric
Q) HestExchangers
0 Indicator Flags
E LabsAirvalveRight
0 Lighting

O misc

0 Piping

O Pumps

» Oru

-
[ Hyperlink

v v VY YV VYTVYFYTYTYTVTVTYTVTVTETVYTVTYew

0K Cancel

Open the KitPx palette - see “Palettes” on page 106.
Select Hyperlink Button.

Select the Hyperlink check box.

Enter the required text in the text box.

Click OK.

R R
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13.7.1.9 Add a Graph

1. Navigate to the required history using the Nav tree.
Click and drag the history to the layout grid and position as required.

Note: As you drag the item on the page two green lines indicate the top left corner where the item will be
positioned.

bl

When you release the mouse button the Make Widget dialogue box is displayed.
4. Select From Palette.

" Make Widget
Make a new widget thatisbound to the ord.

station:|slot:/Drivers/Trend520Control$20Systems/Tech$20PubsS20Rig/L024/0064/points/5/S0003

<> Bound Label = [y o=
& Include PxFile

@ From Pslette

& Workbench View

> Properties

{ Actions

< TimePlot

W X T @§ teaasg

» OBoiLers

] Ochiuers

b O coils

» @ coolingTowers
b O pampers

b O puctwork

b O Electrical

» OFans

» O Filters

b QFie

b (@ ceneratorGeneric
b Q) HesatExchangers
» OInd\catorFLags

» ELabsAWalveR\ght
» OL\ghtmg

O misc

b OPipmg

b O Pumps

» Oruu

-
[ Hyperlink

0K Cancel

5. Open the webChart palette - see “Palettes” on page 106.
6. Select Chart.
7. Click OK.
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13.8

Reuse PX Pages

PX Pages can be reused, saving significant engineering time.

Normally PX Pages are created by using a new view attached to a folder in a centralised structure. However, as each
PX Page is created in the file system in the ‘px’ folder, it is possible for a page to be reused by copying the file in the
px folder and attaching it to the required folder.

bl S

*

10.
11.

12.
13.

14.
15.

Create a PX Page as required - see “Create a PX Page” on page 71.
In the Nav tree open My Host > Station(IQVISION) > Files > px.
Right click the PX Page that is to be reused and select Copy.

Right click px and select Paste. The Name dialogue box is displayed.

2 Name =5

il
®
0K Cancel

Enter a name for the PX Page.

Click OK. The PX Page will be added.

In the Nav tree open My Host > Station(IQVISION) > Config and navigate to where the PX Page is to be
located.

Right click the folder and select New> Folder. The Name dialogue box is displayed.

2 Name =5

il
®
0K Cancel

Specify the page’s name e.g. ‘Floor 4”.

Click OK a folder is created.

Right click the folder you have just created and select Views > New View. The New Px View dialogue box is
displayed.

EETEE )

m New Px View
Create a new view on the component using a pxfile

View Name

View lcon module://icons/x16/views/view.png [ ]

Target Media |[5) Workbench PxMedia

& PxFile file:~px/Graphic.px [~
Source
& DynamicView |axvelocity:VelocityPxView
0K Cancel

Enter the name of the page created above in the View Name box.
Click OK. The File already exists dialogue box is displayed.

©3 File already exists, [ =
File already exists.

A Reuse existing file unmodified.

Overwrite existing file contents.

' ! Reuse | Overwrite Cancel

Click Reuse.
Edit the page as required - see “Edit a PX Page” on page 71.

|
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13.8.1 Reuse a Generic PX Page

Terminal controllers often have the same strategy and the associated PX Pages are identical, but reference data from
different controllers.

To reduce engineering time a PX Page with generic references to data in the controller can be used for multiple
controllers by attaching it to the required controllers in the Nav tree. In order for this to work any reference to the
controller must be made generic, and the PX Page must be associated with the controller not a folder.

Create a generic PX Page:

L. Create a PX Page as required - see “Create a PX Page” on page 71.

2. Open the Bound Ords pane.

3. Double click on the first ord that references a value in the controller. The Edit ord dialogue box is displayed.

3 Edit Ord

4. Edit the ord to make it generic by removing references to the site, LAN, and controller. E.g.
station:|slot:/Drivers/Trend$20Control$20Systems/Tech$20Pubs$20Rig/L.024/0064/points/S/S0003
which is referencing sensor module 3 in controller 64 on LAN 24 of the Tech Pubs site would become:
slot:points/S/S0003

S. Click OK.
6. Press CTRLAS to save the page.

Associate a PX Page with a controller:
1. Right click the PX Page that is to be reused and select Copy.
2. Right click the px folder in the Nav tree and select Paste. The Name dialogue box is displayed.

£ Name il =50
®
0K Cancel
3. Enter a name for the PX Page (e.g. Generic).
4. Click OK.
S. In the Nav tree navigate to the controller that the page is to be associated.
6. Right click the controller and select Views > New View. The New Px View dialogue box is displayed.
e
e —
View Name
View lcon module://icons/x16/views/view.png [ ]
Target Media |[24 Workbench PxMedia
ouree & PxFile file:~px/Graphic.px [~
& DynamicView |axvelocity:VelocityPxView
0K Cancel
7. Enter the name of the page created above in the View Name box.

8. Click OK. The File already exists dialogue box is displayed.

3 File already exists, | =
File already exists.

A Reuse existing file unmaodified.

Overwrite existing file contents.

! Reuse | Overwrite Cancel

9. Click Reuse.
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13.9 Dashboards

A Dashboard is an element on a PX Page which each user can customise to their requirements.

To use dashboards the Dashboard palette needs to be opened, see “Palettes” on page 106, and the Dashboard
Service needs to be added to the Services section of IQVISION.

Dashboard panes are added to the PX view like any other Graphic, but require some extra configuration.
13.9.1 Add the Dashboard Service
1. In the Nav tree open My Host > Station(IQVISION) > Config > Services.

2. Open the Dashboard palette, sece “Palettes” on page 106 and drag DashboardService onto Services. The
Name dialogue box is displayed.

3. Click OK.

13.9.2 Add a Dashboard to a PX Page

1. Create the PX Page as required.

2. Open the Dashboard palette, see “Palettes” on page 106, and drag DashboardPane onto the page.
3. Open the webchart palette - see “Palettes” on page 106.

4, Drag either Chart or Circular Gauge onto the content of the Dashboard pane in the widget tree.

- Widget Tree
Lavh
w [] scrollPane (Root)
w [%] canvasPane (Content)
v .DashboardPane

@ content
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14 SET UP IQVISION USERS

IQVISION’s security is controlled by users. The access rights of each user determines what information the user can
access and what things they are able to change/configure.

To achieve this the security within IQVISION is managed using three services:

Categories
Roles

Users

Categories
Categories define what areas of the system a user can access.

Roles
Roles are used to group the categories together that are required for a particular job and to define the level of access

to those categories.

E.g. a boiler engineer would only need access to the boilers but would require a high level of access. Therefore a role
would be required for the engineers that gave high level access to the category that gave access to the boilers.

An energy manager would need information from all the plant but with a lower level of access. Therefore a role would
be required for the energy manager that gave low level access to a number of categories covering all the plant.

Categories are assigned to roles using the Category Browser which is just another way of looking at the Nav tree.

Users
Users define which roles the user has, their password, expiry, web access view.

The ‘admin’ user is a superuser level access which has access to the whole system. Because of this details of the
admin user’s password should carefully controlled.

To configure users the required steps should be followed:

Configure Categories
Configure Roles
Configure Users

141 Configure Categories

Before creating the necessary categories it is necessary to plan what is required, you should consider the users and the
distinct areas, then work out “Where’ needs to be granted access and create a category for each of these.

To configure categories the required steps should be followed:

Add a Category
Set up the Categories

14.1.1 Add a Category
User and Admin categories are created by default and additional categories are added using the Category Manager.
Note: The Admin category does not relate to the Admin user used to engineer IQVISION.

1. In the Nav tree open My Host > Station(IQVISION) > Config > Services.
2. Double click CategoryService. The CategoryBrowser is displayed in the view pane.

|
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3. Click the view changer box and select Category Manager. The Category Manager is displayed in the view

pane.

e T e T

e Edit Search Bookmarks Tools Window Manager

» O uditistonsenice
- Palette

wE D E e

il
Dtew | Fei  ®rame

4. Click New. The New dialogue box is displayed.
F N

TypetoAdd @ category
NumbertoAdd |1 |[1-100]

I oK cancel I

S. Click OK. The dialogue box changes.

e S =)

=]

Index  Mame
@3 category3
[l Index |3

[l Name Cztegorys

0K Cancel

6. Enter the name of the category in the Name box.
7. Click OK.
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14.1.2

2.

Set up the Categories

In the Nav tree open My Host > Station(IQVISION) > Config > Services.
Double click CategoryService. The CategoryBrowser is displayed in the view pane.

3 1QUISION v20 BETA-L

File Edit Seach Bookmarks Tools Window CategoryBrowser Help

Grant each category access to the required areas of the system by clicking the required rows in the column
for each category. To grant access to elements lower in the hierarchy expand the appropriate row and click.

Note: Categories are a parent child system so selecting the top level will grant access to every child element
under that level.

The inherit feature enables the access of the User category to be copied to another category. If there is a tick on
the Inherit column for a row when that row is selected for another category the access from the User category
is copied to the other category and removed from the User category. To reinstate access to the User category
click the row in the User column.

Caution: Due to this it is potentially easy to accidentally remove rights.

A dot in a cell indicates access to that specific area. If the dot is black the access will not be affected by the
Inherit tick, if it is grey it will be affected.

It is recommended that the Admin category is given the same access in the Config row as the User category
i.e. leave the Inherit rows in the Config row are they are. For the other rows (Alarm, Files, and History) the
Inherit rows can be unticked to enable you to specify the access more easily.

Note: By default the Admin’ and ‘New’ categories will have no access.

Note: It is recommended that the ‘Admin’ category has access to some of the more complex areas of IQVISION
but not the whole of IQVISION.

Click [,

|
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14.2 Configure Roles

Roles use the categories to define what areas of the system can be accessed. They can have multiple categories

assigned. It is best to configure Roles with job roles in mind rather than specific areas like categories.

1. In the Nav tree open My Host > Station(IQVISION) > Config > Services.
2. Double click RoleService. The Role Manager is displayed in the view pane.

e T e

PR % @ 0B XN ER S

Role Manager

P O [ (@ whemor Name Permissions  Viewable Hierarchies e

v @ services
> © Aamsenvice
> @ escussenice
v @ Categoryservice:

- Palette (=]
»E D Ean

Dnew | £ edit

s ——)
3. Click New. The New dialogue box is displayed.

3 New

Typetoadd [ Role
NumbertoAdd |1 |[1-100]

I 0K Cancel

4. Click OK. The dialogue box changes.
e N &)

Name  Permissions Viewable Hierarchies =

[ Role  None
& Name Role
[l Permissions [ Super User (access entire station, file system) »

[l Viewable Hierarchies >

0K Cancel

Note: It is recommended that the SuperUser (access entire station, file system) check box is NOT selected.

S. Click >> next to Permissions. The Permissions dialogue box is displayed.

A

Admin

iz
RIwli| i

| Cateeoy pwil

User
Admin
Engineer
Category 4
Category 5
Category 6
Category 7

Category 8

0K Cancel
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7.
8.

Specify the permissions for each category by clicking the appropriate column for each category.

When you assign permissions, higher-level permissions (green check marks) automatically include the lower
level ones (grey check marks). For example, if you enable admin level write (W), the system automatically
enables admin level read (R), as well as operator level read and write (RW).

The first column, Category, lists the groups to which you may grant permission. The Operator and Admin
columns relate to the permissions level configured on each component. Below these headings are the cells to
use for assigning one of three permissions to each category:

R Read allows the user to view the object.
\Y Write allows the user to change the object.
1 Invoke allows the user to initiate an action related to the object.

Depending on how the permission level is set on the role, six permissions are derived:

Permission

Description

To allow a user to view operator level
information

Check the Operator config flag on the slot and select the Operator
R column on the permission map.

To allow a user to modify operator level
information (if it is not read only)

Check the Operator config flag on the slot and select the Operator
W column on the permission map.

To allow the user to view and invoke
operator-level operations (actions)

Check the Operator config flag on the slot and select the Operator
I column on the permission map

To allow the user to view admin level
information

Leave the Operator config flag unchecked on the slot and select
the Admin R column on the permission map.

To allow the user to modify admin level
information (if it is not read only)

Leave the Operator config flag unchecked on the slot and select
the Admin W column on the permission map.

To allow the user to view and invoke
admin-level operations (actions)

Leave the Operator config flag unchecked on the slot and select
the Admin I column on the permission map.

Click OK.

Click OK. A confirmation dialogue box is displayed.

Click Yes.

-
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14.3 Configure Users

To configure users the required steps should be followed:

Configure NAV Files
Add Users

14.3.1 Configure NAV Files

NAV files are used to define the PX Page that is displayed when a user logs in. Each user must have a NAV file
assigned. It is recommend that a folder is created to store all the NAV files.

14.3.1.1 Create a Folder for the NAV Files

1. Right click Files and select New> Folder. The Name dialogue box is displayed.
3t o e oo S W

0K Cancel

2. Specify the folders’s name e.g. ‘NAV’.
3. Click OK.

14.3.2 Create NAV Files

1. In the Nav tree open My Host > Station(IQVISION) > Config and navigate to where the NAV file is to be
located e.g. the folder created in Create a Folder for the NAV Files.
2. Right click the folder and select New> NavFile.nav. The Name dialogue box is displayed.

ET T

Specify the file’s name e.g. ‘Home”’.

Click OK. The file is created.

Open the folder containing the NAV file.

Double click the NAV file. The Nav File Editor is displayed in the view pane.

S kW

£ 1QuISIoN v20 BETA el

File Edit Seach Bookmarks Tools Window Help

an
> B ey
alette
i
>
>
>
>
>
>
>
>
>
>
>
»
>
auton
" e ONew | #Edit M velete A MoveUp ¥ MoveDown [ji ShowComponents | [E] Show Files

7. Click Show Components.
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8. In the Result Tree double click the NAV file. The Edit dialogue box is displayed.

Display Name

gtation: |sloti/

Target Ord
» O-

Icon module://icons/x16/home. png ]

0K Cancel

W - (Defaultview) -

9. Click @ ~ next to DefaultView. The Select Ord dialogue box is displayed.

)

~ O config fl
» [ Station Name
(3 sysinfo
@ services
@ save

»
»
»
» O orivers
»
»
»

© spps
QO schematics
Q) schematics1

P!
@ Slot
&> Handle

0K Cancel

10.  Navigate to the PX Page that is to be referenced by the NAV page and select it.
1. Click OK.

12.  Click OK.
14.3.3 Add Users
1. In the Nav tree open My Host > Station(IQVISION) > Config > Services.

2. Right click UserService and select Views > AX User Manager. The Ax User Manager is displayed in the

view pane.

3 1QUISION v20 BETA-L

XN EBR 2 XK

Neme  Fulllame  Enabled  Expiration  AllowConcurrentSessions  NetworkUser Prototype Name

O [ (@ uynetwork admin true Never true false

- @senies BACnet true Never true false

> © namsenice

@ new EDIT REMOVE DUPLICATE

Language  Authentication Schen ¥ ar
DigestScheme

DigestScheme

3. Click New. The New dialogue box is displayed.

£ New

Typeto Add & User
NumbertoAdd 1 |[1-180]

| OK Cancel

Note: Several users can be added at the same time. However, it is recommended to add users individually to

prevent confusion when specifying passwords.
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4.

© 0N oW

10.
11.
12.

13.
14.

15.

16.

17.

Click OK. The dialogue box changes.

Ne"_

Name  FullName Enabled Expiration Roles Allow ConcurrentSessions MNetworkUser PrototypeName Language

& User true Never true false

[ Name User
ff I
[ Full Name 2
[l Enabled @ true
(i Expiration & NeverExpires > ExpiresOn [20-Jan-2017 11:59 BM GMT
admin
[l Roles Engineer »

Energy manager

[l Allow Concurrent Sessions (@ true

[ Network user @ fals=

[fil Prototype Name

[ Language pni

[l Authentication Scheme Name  DigestScheme
Password
Confirm

[ Authenticator
ForceReset At Next Login | (@) false

© NeverExpires > ExpiresOn [20-Jan-2017 11:58 BM GMT

[ Email s
[l Cell Phone Number B
Time Format (default)
[ Facets
UnitConversion  None
[l Nav File null - -

Type HTMLS Hx Profile

HxTheme Zebra

Enable HxWorkbench Views | (@ ves

oK Cancel

Enter the user’s username in the Name box.

Enter the users full name in the Full Name box.

If the user is to expire on a specific date select the Expires On option and specify the required date.
Select the roles for the user in the Roles box.

Enter the user’s password in the Password box.

Note: Passwords must be 10 digits alpha numeric.

Re-enter the user’s password in the Confirm box.

To force the user to change the password when they next login set Force Reset At Next Login to true.

To force the user to change the password on a specific date, select the Expires On option and specify the
required date.

If the password is to expire on a specific date select the Expires On option and specify the required date.
Specify the NAV file that is linked to the PX Page that is to be displayed when the user logs in in the Nav file
box.

Specify what happens when a user logs in from a web browser in the Default Web Profile box.

. In the Type box select the required option.

It is recommend that you select HTML5 Hx Profile as it will render the graphics in a HTMLS format
avoiding Java issues.

. In the Hx Theme box select /QVision.
. Select Yes or No to specify whether the user has access to the following features:

. Hx workbench views

. Nav tree side bar

. search side bar

. palette side bar

. Nav file tree

. Config tree

. Files tree

. Histories tree

. Hierarchies tree

In the User Pin Level box specify the PIN level of the user that is used to determine access to items on PX
pages that have been imported from 963 using the Migration Tool.
Click OK.
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15 BACKUP & RESTORE

To ensure that the IQVISION configuration can be restored in the event of hardware or software failure it is
recommended that the IQVISION station is backed up. To reduce the risk it is recommended that the backup is
performed in two ways:

Using the Station Copier
Using the Backup Service

1t is also important to ensure that the passphrase entered during the IQVISION installation, platform password
(normally PC login credentials) and the password for the ‘admin’ user (specified when creating the IQVISION
station) are available for use during any restore procedure.

15.1 Backup the Configuration

15.1.1 Using the Station Copier

The IQVISION configuration can be copied from the localhost back to the local computer. This is not a true back
up but it is useful as it makes the configuration available offline and thus reusable in future IQVISION installations.

1. In the Nav tree right-click on Platform and select Views > Station Copier. The Station Copier is displayed
in the view pane.

2. In the right-hand column (Stations on “localhost”) click the station to be copied (e.g. IQVISION).

The Localhost is the live version of IQVISION. Copying from left to right will overwrite the live version with
an older PC version. To copy the live version to the PC it is RIGHT to LEFT

3. Click < Copy. The Station Transfer Wizard is displayed.

™ Transferring station "IQVISION®
What name would you like the new station to have?

Station name IQVISION

4 Back P Next / Finish ¥ cancel
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4. Enter the name of the backup copy (e.g. IQVISION Backup).
S. Click Next.

™ Transferring station "IQVISION™
Which station filesare to be copied?

< Copyfilesfrom selected directories
&> Copyevery filein thestation directory and its subdirectaries
<@ Copyonlythe "config.bog" station database file

deack | W Ned | Rk 9 cancel |
6. Select Copy every file in the station directory and its subdirectories.
7. Click Next.
8. If the station already exists in the destination you will be prompted to delete the entire station, or just overwrite

duplicate files. Select the required option and click Next.

(™ Transferring station "IQVISION®
Please review your changes

All station files will be copied from "localhost” to the local computer

Please select the "Finish" button to start the transfer.

4 Back P Next / Finish ¥ cancel

9. Click Finish to start copying the files. Once the copy is complete the following dialogue box is displayed.

u‘ Transferring station

Completing transfer:

@ savestation Success
° Delete existing station files  Success
@ Transferfiles Success

Saving station "IQVISION"...done

Deleted existing station directory.

~gtations/IQVISION/config.bog

~stations/IQVISION/shared/Images/Add Points icon.png

~3tations/IQVISION/shared/px/Homel.px

~stations/IQVISION/shared/px/Tim. px

~stations/IQVISION/shared/px/Timl .px
~3tations/IQVISICN/shared/px/kitFxN4svg/Ductwork/Duct_Connector Corner SE.svg
~3tations/IQVISION/shared/px/kitPxN4svg/Ductwork/Duct_Connector I_Down. svg
~stations/IQVISION/shared/px/kitPxN4svg/Fans/Fans Horz/Fans_Horz Left/Fans_Horz Left Off.s
~stations/IQVISION/shared/px/kitPxN4svg/Fans/Fans Horz/Fans Horz Left/Fans Horz Left On.sv
~3tations/IQVISION/shared/px/kitPxN4svg/Fans/Fans Horz/Fans Horz Right/Fans Horz Right Off
~stations/IQVISION/shared/px/kitPxN4svg/Fans/Fans Horz/Fans_Horz Right/Fans_Horz Right On.
Transfer complete.

ctoxe |

10.  Click Close.

11.  In the Nav tree open My File System and navigate to C:/Users/xxxxxx/Niagara4.2/Trend/stations where
XXXXXX IS your user name.

12.  Right-click the required station folder and select Copy.

13.  Navigate to the required storage location (e.g. a plug-in memory device).

14.  Right-click and select Paste.
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Using the Backup Service

Station backups are stored as “.dist’ files in C:/Users/xxxxxx/Niagara4.2/Trend/backups where xxxxxx is your user

name.

S kW

In the Nav tree open Station > Config > Services.
Right click Schedules and choose Views > Ax Property Sheet.

File Edit Seach Bookmarks Tools Window Help

PO E @
S @ e

> © Hamsenice

B Offne Exclude Direcories

- Palette =]
w E D e

b BB Bocleanschedule
» BB Enumschedule

b BB Trggerschedule

Orefresh | [Tsove

In the Exclude Directories box click file:"history and click X
In the Exclude Directories box click file:*"alarm and click X
Click Save.

In the Nav tree double click BackupService. The Backup Manager is displayed in the view pane.

£ iquisioN v20 BETA-L

P C @k Backups Dobjecs

v @ services Timestamp Host Path User

> © Hamsenice

- Palette =]
wE D e
) @k

» @ CirculsrGauge

D Backup

|
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7. Click Backup. The File Chooser dialogue is displayed.

DI File Spaces _
°M e syer ~backups
3 ileSystem

«{mAam|[E=o-83

M Bookmarks
Filename: | backup IQVISION 170119 1119.dist Save
Files of type: |Distribution File Cancel

8. If required rename the backup in the File name box.

O. Click Save.
10.  Ensure the backup file is stored securely.

15.2 Restore the Configuration
15.2.1 Restore Using the Station Copier

To restore a station copy follow the procedure described in “Using the Station Copier” on page 91 but copy the
station from left to right.

15.2.2 Restore the Station Using the dist file

1. Rename the backup.dist file to a zip by renaming the extension.
2. Navigate to the station folder and copy it into the wb user home.
3. Use the station copier to copy it to the daemon home and start.

|
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16 MIGRATION TOOL

IQVISION includes a Migration Tool that can be used to import system data from other Trend tools. The tool is
compatible with data exported from:

. 963 supervisor,
. IQSET engineering tool.

Imported data can include device configurations and/or schematics.

HINT: Although you can migrate devices and schematics in a single pass, you may find it helpful to migrate devices
and schematics separately.

16.1 Exporting Data from Other Tools

Before using the migration tool it is necessary to export the required data from which ever tool(s) you have.
Device data is contained in a ‘.dxml’ file, and schematic data is contained in a ‘.sxml’ file

16.1.1 963

You will need to download the latest version (v2.00 or above) of the 96x Schematic Export Tool from PNet. Run the
tool and export the required schematic files.

Note: The Migration Tool does not migrate all 963 schematic items. It is recommend that the option to remove
unsupported items from the export is selected when exporting the required schematic files.

Refer to the 96x Schematic Export Tool Manual (TE201242) for further details.

16.1.2 IQSET

Load the required project into IQSET (v7.05 onwards), select the devices required and choose Export > IQVISION.
Refer to IQSET Manual (TE200147) for further details.

16.2 Copying Exported Files into IQVISION

In the Nav tree open My File System and navigate to the location of your exported file(s).
Right-click the file(s) or folder(s) required and select Copy.

In the Nav tree open the Station folder.

Right-click on Files and select Paste.

bl S
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16.3 Using the Migration Tool

The Migration Tool will guide you through the process of migrating data from a 963 or IQSET project into IQVISION.
You must first have exported files from 963 or IQSET and copied them into the Station > Files location on the

IQVISION computer.

The tool guides you through a number of steps and will not allow you to proceed to the next step until you have
completed any necessary tasks. In most cases you can go back to the previous step if you encounter any problems or

want to change something.

To Migrate 963 and IQSET Data into IQVISION:
1. Click the I icon on the toolbar. The welcome page of the Migration Tool is displayed.

(Welcome to the IQVISION migration tool A

This tool will use data exported from 963 & SET and import it into IQVISION

D = | msion
You can migrate the following from your existing system. These files are generated using tools included within 963 and SET.
Please read supplied documentation for required versions
: | e
Q=g
‘ , @
Devices Schematics
START
\_ )
2. Click START. The Select page is displayed.
4 N
Select
Please select migration file location and select at least one type of data to migrate
Migration file location™ |null K4
v Devices
v Schematics
< BACK T
. J
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3. Click the  icon and choose the location of the 963 or IQSET source file(s).

e IS
file:
(@ Station
© Config d
* @ Files
| © Demo pages
Q resources
0K CANCEL
4. Click OK.
S. Deselect any unwanted data types (e.g. Devices or Schematics). All are selected by default and at least one

must be selected.

6. Click NEXT. The Scan page is displayed and the tool will automatically scan the specified folder (or file) for

the selected data. Progress is indicated by the spinning green circles.

4 M
Ay 4
e 0O
! Scan 1
Scanning completed
5
Devices Schematics
< BACK MNEXT > CANCEL
. J

When scanning is complete the number of devices and schematics found is displayed.

IQVISION Configuration Manual TE201382 Issue 4, 13-Feb-2017

97



Migration Tool

7. Click NEXT. The Configure page is displayed, showing a list of all of the devices and schematics that have

been found.
e N
Cenfigure
The following items were found. Please select the data you wish to migrate
Devices | Schematics
5 Lan Lan Device Device
4 Site Name Name  Addr  Name Address Ip Address VCHMNCPort
v IQVISION §l°°r 20 127.0.0.1 10000
v Ashim A 1 127.0.0.1 10000
¥ Swamy A 1 127.0.0.1 10000
v Govindan A 1 127.0.0.1 10000
< BACK NEXT >
_ J
8. Click the Devices tab and deselect any devices that you do not wish to migrate.
9. Click the Schematics tab and deselect any schematics that you do not wish to migrate.

10.  Ifrequired, enter the Ip Address and VCNC Port number of the vCNC to be used to make a connection to the
site. By default the address is set to 127.0.0.1 (i.e. the local host) and vCNC port is set to 10000. Alternatively,
you can set this up later by configuring the Trend IP Driver for the site (see page 33).

11.  Click NEXT. The following confirmation dialogue box is displayed.

eomien ]

|  Ovenwrite existing site, LAN, device and points during migration?

YES NO

12.  Click YES to migrate all files. If the new data conflicts with any existing site, LAN, device or point details,
the existing details is overwritten. Click NO to migrate only the details where there are no conflicts.
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The Migrate page is displayed and the tool will commence migration of the selected items. Progress is
indicated by the spinning green circles.

s 7
Migrate
Migration completed
0/5
Devices Schematics
MNEXT =
. J

When migration is complete the number of devices and schematics migrated is displayed.

13.  Click NEXT. The Report page will appear allowing you to review which devices and schematics have been
migrated and whether the migration was successful as indicated by the icons.

-
Report
Migration is complete. Review the table below to see the outcome
Devices = Schematics
Site Lan Lan . Device Ip
Name Name Addr Ll Address Address LAsLiGle
o IQVISION Floorl 20 127.0.0.1 10000
] 1
o Ashim A 1 127.0.01 10000
(/] Abhijeet Device 111
= BACK . START NEW MIGRATION
.
Icon Status
(V] Fully migrated. No problems reported.
(1] Partially migrated.
(1] Failed. Not migrated.
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16.3.1 Migrated Devices - Next Step

The Migration Tool creates and outputs device data to a folder called “Trend N4’ within the Station > Drivers
section. Under this each set of devices is split into the relevant Trend LAN. For each device all points are split into
sub folders.

Histories (Plots) are automatically learnt and, by default, data is set to be collected from a plot module once daily at
02:00:00 AM GMT. This can be altered as required for each history, and must be altered for plots with intervals of 1
second or 1 minute to prevent data being lost. For example, assuming a plot module maintains a maximum of 1000
plot records, 1 second plots must be collected at least once every 16 minutes, and 1 minute plots must be collected at
least once every 16 hours.

16.3.2 Migrated Schematics - Next Steps

The Migration Tool places all the recreated schematics files in a folder called ‘PX’ within the Station > Files section.
The files are named according to their original name.

Review the schematic/PX Pages to check that they are as expected. Some minor editing of the font, size, colour and
positioning of text may be required.

|
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17 USING IQVISION

This section covers the general procedures for day-to-day use of IQVISION.

Once configured IQVISION needs to be running all the time to enable it to collect logged data, control occupation
times, process alarms and allow users to access information.

If AUTO-START was selected when the IQVISION station was created, see “Create a New Station” on page 27,
IQVISION will be running whenever the PC is started and running. If this is not the case the IQVISION station must

be started manually - see “Start the IQVISION Station” on page 119.
17.1 Access IQVISION

IQVISION can be accessed from a PC using the IQVISION application or from a web browser.
Note: When accessing IQVISION from a web browser not all features are available.
17.1.1 Access IQVISION from the IQVISION Application

Launch the IQVISION Application
Log on

17.1.1.1 Launch the IQVISION Application

[

Click Start and choose All Programs.
2. Navigate to the Trend Control Systems > IQVISION folder.
3. Click IQVISION.

The IQVISION application window will open:

1QUISION l=lE e

File Edit Search Bookmarks Tools Window  Help

o 0O- o O - - B H 8 @ '

Close [%] /& myNetwork

b @ My Host: UKDYLTGFPQQT2 global.ds. honeywell.com (10

HiJVISION

TREND

HOST ID: WIN-8EEF-ABCD-EFGH-IKL
Version: 20.1.23

powered by
Help Contents ) 4
End User License Agreement
framework
Version 4.2.36.34

Copyright Tridium, Inc 1996-2016

Note: For an overview of the IQVISION user interface see page 106.

IQVISION Configuration Manual TE201382 Issue 4, 13-Feb-2017 101



Using IQVISION

171.1.2 Log on

1. In the Nav tree double click on Station. The Authentication dialogue box is displayed with a default user
selected:
F Authentication ﬁ‘
% Authentication
Logon required foraccess
Realm
Name local:|foxs:

Scheme  Fox(n4digest)

Credentials
Username
Change User
Password [ITTTIYTLT)

[ Remember these credentials

0K Cancel

%

2. To select a different user click Change User, otherwise go to step 5.
F Authentication ﬂ‘
% Authentication
Logon required foraccess
Realm
Name local:|foxs:

Scheme  Fox

Credentials
Username

[# Remember this user

oK Cancel

Hint: Select the Remember this user tickbox to make this the default username.

3. Enter a new Username.

4., Click OK.

S. Type the appropriate password in the Password box.
6. Click OK.

17.1.1.3 Log off

When you have finished using IQVISION it is important to log off from IQVISION to ensure that the system cannot
be accessed by unauthorised users. Logging off requires you to disconnect from both the Platform and Station.

1. In the Nav tree right-click on My Host and select Disconnect. The Disconnect dialogue box is displayed.
Disconnect ﬂ
@ Disconnect from host "My Host : UKOYLTGFPQQT72.global.ds.honeywell.com (IQVISION_Dema)"?
Yes No
2. Click Yes to disconnect.
____________________________________________________________________________________________________________________________________________|
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Using IQVISION

1. Go to the IP address of the PC running IQVISION. The IQVISION log on page is displayed.

File » | X @jConvert ~ [0 Select

'J‘_‘\ | Username:

Login

Use of this software is subject to the
End User License Agreement and other Third Party Licenses

To connect using Java Web Start click here

2. Enter your user name.
3. Click Login.

4. Enter your password.
S. Click Login.

17.1.21 Log off

1. Click .
2. Click Yes.
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17.2 Use IQVISION

Once you have accessed IQVISION it can be used in two different ways:

Using IQVISION via PX Pages
Using IQVISION via the Nav Tree

The method you use will depend on how IQVISION has been configured, your level of access and the tasks you want
to do.

17.21 Using IQVISION via PX Pages

Use of IQVISION via PX Pages requires more initial configuration, but enables users to access the system using
graphical pages tailored to their requirements in a controlled way.

The PX Pages will have been designed to provide clickable links to either move between pages or select particular
controls (e.g. to change a set point, change occupancy times, etc). When you log in you will be taken to a landing page
from which you can navigate to the required information and, if allowed, make adjustments. Simply click on the links
provided; the user interface should make it obvious what the link does.

Access the PX Pages

Use the PX Page
Use Dashboards

17.2.11 Access the PX Pages

When you log on a PX Page will normally be displayed allowing you to navigate to parts of the system that you have
access to.

If a PX Page is not displayed and you want to navigate the system using PX Pages you will need to display the
required page from the Nav tree.

1. In the Nav tree open My Host > Station(IQVISION) > Config and navigate to the required PX Page.
2. Double click the page.

17.21.2 Use the PX Page

Navigation

Once a PX Page is displayed you will be able to navigate to other parts of the system by clicking on the links
provided. These links may be in the form of text hyperlinks buttons, or graphics with hyperlinks depending on how
the page has been configured. The display should make it clear the function of each item on the page.

The next and previous buttons ( * * ) can be used to move between the pages you have already viewed.

Adjustments
If you have the authority and the page has been configured appropriately you may be able to make adjustments by
clicking on various graphical elements, e.g. sliders and buttons.

|:U:| Set
The meaning and use of such items should be intuitive.
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17.2.1.3 Use Dashboards
A Dashboard is an item on a PX Page that enables you to choose the information that is displayed. Once you have set
up the item it can be saved so that next time you visit the page your selections are visible. Selections made by other

users do not affect yours. A PX Page may contain one or more dashboard items.

There are two types of dashboard item; Gauges and Charts.

Gauge
A gauge type dashboard appears as shown below and enables an analogue value to be represented in a graphical way.
m
10

Knob 4

Un configured Configured

Chart
A chart type dashboard appears as shown below and enables values to be represented as a graph, e.g. histories. Time
schedules can also be added enabling you to view the occupancy state and when a parameter is at a certain value.

® B Today -@ Q ® [ [ Today - @ Q
PO11_Knob2@anmns
_ 1000
8.00
6.00

4.00
2.00

000
10 ahi ah? pihprd pn2 ped prb pm
1/19/2017

Un configured Configured

17.2.1.3.1  Configuring a Dashboard

Note: Configuring a dashboard requires access to the Nav tree.
Adding an item to a Dashboard

1. Use the Nav tree to locate the point required.

2. Drag the point onto the dashboard. For charts you can add more than one value.

Save a Dashboard
1. Click ™ on the dashboard.

____________________________________________________________________________________________________________________________________________|
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17.2.2 Using IQVISION via the Nav Tree

17.2.21 Basic Controls and Navigation

To see the location of the following IQVISION controls and features, refer to the diagram on page 11.
17.2.2.1.1  Nav Tree

To show the side bar:
1. On the menu bar select Window > Side Bars and ensure Show Side Bars is checked.

To add a Nav tree to the side bar:
1. On the menu bar select Window > Side Bars > Nav.

To remove a Nav tree from the side bar:
1. Click the arrow to the left of the Nav tree title and select Close.

17.2.2.1.2 Palettes

To show the side bar:
1. On the menu bar select Window > Side Bars and ensure Show Side Bars is checked.

To add a Palette to the side bar:
1. On the menu bar select Window > Side Bars > Palette.

2. Click the file icon and select the Palette type from the displayed options.

To remove a Palette from the side bar:
1. Click the arrow to the left of the Palette title and select Close.

17.2.2.1.3 Locator Bar
To navigate down the hierarchy:
1. Holding the mouse over an item: a small arrow will appear.

2. Click the arrow to reveal a drop down box and select the required option.

To navigate up the hierarchy:
1. Click on an item in the bar to navigate back to that level.

To navigate to specific location:
1. Click in a blank area of the locator bar and type the path directly into the box.

17.2.2.1.4 View Pane & View Changer

To change the view of a selected item:
1. Click the view changer box and choose the required view.

Or

Right-click the item (e.g. in the Nav tree), then select Views > and the required view.

____________________________________________________________________________________________________________________________________________|
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17.2.2.2 Viewing and Changing Point Values

To view a point value:
1. Use the Nav tree to locate the point required.

2. Double click the point (or right-click and select Views > AX Property Sheet) to view its Property Sheet. The
Out item will indicate the current point value.

To change a point value (writable points only):
1. Use the Nav tree to locate the point required, right-click the point and select Actions > Set Value.

Or
Click the button that allows the value to be adjusted.

The Set dialogue box is displayed.

@ Set M

5

25.4
oK Cancel

2. Type the required value.

Note: IQVISION does not check that the value entered is valid.
3. Click OK.
17.2.2.3 Viewing Alarms

17.2.2.3.1 Viewing Alarms Using the Alarm History

1. In the Nav tree open the Services folder (under Station > Config).
2. Right-click AlarmService and select Views > Alarm Db View. The Alarm History is displayed in the view
pane.

e — 0w, 2 2wammmaaa e e o SO S
o ER e Gmrms wn O

Alarm History 24larms

Timestamp SourceState AckState Source  Alarm Class

g2z

00001000000

>
~ Palette ]
W © D [ wecn

» @k
» @ cirubrcage

3. Use the selector box (top left) to choose the required period.
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17.2.2.3.2 Using the Alarm Console
The Alarm Console allows you to view details of each alarm, acknowledge an alarm or add notes to alarms. Notes are
useful to record actions (particularly for critical alarms) such as who has been notified, contact numbers and agreed

timescales for fixing the problem.

To view specific alarm details:

1. In the Nav tree open the Station > Config > Services folder.
2. Double click AlarmService. The view pane will display the Alarm Service wire sheet.
3. Double click on the required ConsoleRecipient to open the Alarm Console:

Alarm Console

Time Range 202 ®
|

Timestamp Source State  Ack State Source Alarm Class Priority Message Text e
A 14-Nov-169:50:45AMGMT  Normal 0Acked/13Unacked ~ Trend Network Default Alarm Class 255
A 14-Nov-169:50:39 AMGMT  Normal 0OAcked/3Unacked  SETExport Default Alarm Class 255
A 14-Nov-169:11:43AMGMT  Offnormal  OAcked /1Unacked 0031 Default Alarm Class 255 PingFailed
A 07-Nov-166:26:41PMGMT  Normal OAcked /2Unacked  NCTrainer Default Alarm Class 255 Ping Success
A 07-Nov-166:24:21PMGMT  Normal OAcked /2Unacked  NCDesk 10 Default Alarm Class 255 Ping Success
A 07-Nov-166:22:01 PMGMT  Normal OAcked/2Unacked 0119 Default Alarm Class 255 Ping Success
A 07-Nov-166:19:40PM GMT  Normal OAcked /2Unacked  Trend TestStation  DefaultAlarmClass 255 Ping Success
A 07-Nov-166:17:20PMGMT  Normal 0OAcked/2Unacked  NCDesk8 Default Alarm Class 255 Ping Success
A 07-Nov-166:15:00PMGMT  Normal 0OAcked /2Unacked  Desk1 Default Alarm Class 255 Ping Success
A 07-Nov-166:12:40PMGMT  Normal OAcked/2Unacked 0038 Default Alarm Class 255 PingSuccess
& 07NALIRRININDMEMT  Narmal Dckad 171inackad  NENack & Nafault larm Clace 258 Dina Surrace

Note: Current alarms are indicated by a red icon, cleared alarms are indicated by a green icon.

4. Double click an alarm line to open the Alarm Viewer. This will list all current and cleared alarms related to
the same alarm condition:

o)  M2650339 =)
Timestamp Source State AckState Source Alarm Class Priority Message Text ®
A 17-Nov-1611:24:35AMGMT  Offnormal Unacked )_M2650339 I 255 PingFailed
A 17-Nov-16 10:55:43AMGMT  Normal Unacked  M2650339 loss 255 PingSuccess
A 16N0v-1625356PMGMT  Normal Unacked  M2650338 lass 255 PingSuccess

& Acknowledge B Hyperlink Notes =} Review Video [%] close

S. Double click an alarm to open the Alarm Record, giving full details of the alarm.
Aarm Record — T )
T e o
Uuid 3alf3e5d-8373-4644-ackb-bc4642£c25%
Source State Normal
Ack State TUnacked
Ack Required ‘true
source B
Local: | station: | slot:/Drivers/TrendIpletwork
Alarm Class Default Alarm Class
Normal Time 25-Jan-17 1:49:14 PM GMT
AckTime null
= e
Alarm Data Escalated
wwes g

Source Name TrendIpletwork
TimeZone  Europe/London (+0/+1)
Alarm Transition Cffnormal
Last Update 25-7an-17 1:43:14 PM GMT

4 | & Acknowledge | L Hyperlink PiNotes | B close | » |

To acknowledge an alarm:
1. Click the alarm in the Alarm Console or Alarm Viewer or open the Alarm Record for a specific alarm.
2. Click the Acknowledge button.

Note: Multiple alarms can be selected and acknowledged at the same time in the Alarm Console or Alarm
Viewer by clicking in conjunction with CTRL and/or Shift keys.

To view or add notes for an alarm:
1. Click the alarm in the Alarm Console or Alarm Viewer or open the Alarm Record for a specific alarm.

____________________________________________________________________________________________________________________________________________|
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2. Click the Notes button. The Notes window is displayed and any previously added notes will be shown with a
timestamp in the top section:

[ Notes ==

#% 26-Jan-17 5:08 BM GMT - admin ##
Phoned engineer

Engineer service call arrange for tomorrow at 10:30

P Add Note [¥] close i

3. Type any new details in the lower section and click the Add Note button to save, or click Close to close the
window without adding a new note.

Note: You cannot add notes to multiple alarms.

________________________________________________________________________________________________________________________________________|
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17.2.2.4 Viewing and Changing Occupation Times (Time Schedules)

To view occupation times:
1. In the Nav tree open the Schedules folder for the required controller.
2. Double click the required the read-only ‘Import’ schedule. The Scheduler is displayed.

1QUISION e

File Edit Search Bookmarks Tools Window Manager Help

: Config  : Divers : TrendCo ems D LAN18 @ TechPubsiQ422 @ Schedules @ AlberyHouselmport

» [l siteinformation

O [© @ mynework false. false False. false false false. false
tion (IQVISION_Demo) 2100AM
Alarm
P config S00AM
S [true tue true true
O orivers
b ) Nisgaraletwork SD0AM
= ) Trend Control Systems
= 4] TrendipNetwark 12:00PM —
v Roan1s
v 1@ TechPubsiQs22 200mM
> #! alarm Source Info
» [Eroints
» @ confie Eoopu
- @i e e ]
» Gl Retry Trigeer 2:00PM
[ aAlberyHouselmpart
b Sy
P @ AlberyHouseExport EventStart [03:30 B
b [Pt Histories EventFinish [03:30 BM

EventOutput [ null | true

» 1@ TechPubsiQ412
» NCINC B weekly Schedule | [ specialEvents  [8) Properties  (B) summary

[™) save 7 Refresh

To change occupation times:

1. In the Nav tree, expand the read-only ‘Import’ schedule that you want to change.
2. Double click the ext (extension). The Schedule Home is displayed.

(= 1qusion = B [ |

Flle Edit Search Bookmarks Tools Window Manager Help

: Station (IQVSION_Demo)  © Config  : Drivers  © Trend ControlSystems D LAN1S  © TechPubsiQa22  © Schedules  : AlberyHouselmport
K G 5 (®wynenworc Sun Mon Tue Wed Thu Fri sat
- Pl-marm false false false false false false false
v & station (IQVISION_Demo)
A Alarm 300AM
 © config
b @ services
« O orers 00AM
~ Q) Trend control Systems.
w [ TrendipNetwork 2:00AM
v BolaN1s
v 1@ TechPubsiQs22
b %! Alarm Source Info B2TTED
» [Epoints
b @& config
v @ schedules 3:00PM
b Qll Retry Trigger
~ B8 AlberyHouseimport
L et G00PM
b |3 Histories
» (@i siteinformation 0B
b 1@ TechPubsiQ412
b W inC
> BousteLans EventStart |[04:10 PM
> @ mops eventFinish (04310 24
> @ ries Event output [ ] rull @) true
> [E) Hierarchy
b @ History [ WeeklySchedule [ Specialevents [H] Properties (D) summary  mport completed
Read Schedule from 1Q controller | [7]5ave (3 Refresh | Write Schedule to 10 controller|

3. Click the Read Schedule from IQ controller button to get the latest data from the controller. Progress/status
messages are displayed at the bottom of the screen.

Note: The data is automatically refreshed once a day.

4. Click the Refresh button to update the display.
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S. Specify the required occupation times:
. To add a new time period: Drag the mouse in the required white area of the grid.
. To make adjustments to existing time periods: Drag the top or bottom edge of the green rectangles

to the required time.

. To set all day occupation: Right click the day and select All Day Event.

. To a apply a period a day’s times Monday to Friday: Right click the day and select Apply M-F.

. To remove a time period: Right-click the rectangle and select Delete Event.

. To remove all time periods for a day: Right click the day and select Clear Day.

. To copy a day: Right click the day and select Copy Day then right click the day the times are to be
copied to and select Paste Day.

6. Click Save.

7. Click Write Schedule to 1Q controller to trigger an immediate download to the controller. Progress/status
messages are displayed at the bottom of the screen.

Note: The data is automatically refreshed once a day.

To add Special Events (exceptions):

1. In the Nav tree, expand the read-only ‘Import’ schedule that you want to add an event to.
2. Double click on the auto-generated ext (extension). The Schedule Home is displayed.

3. Click the Special Events tab:

1QuIsion (=] © fmt]

ile Edit Search Bookmarks Tools Window Manager Help

: Station IQUISION_Demo)  : Config  : Drivers  : TrendControlSystems  : TrendipNetwork  : LANIS  © TechPubsiQs22  : Schedules

AlberyHouselmport

c My Network
& e © { Prevpage 4 PrevMonth Today | NextMonth b NextPage b
Platiorm 0dt2016 Nov2016 Dec2016 Jan 2017 Fen2017
& stotion (1QusioN_Deme) smtwt ts[lsmtwit tsl[smtwt t s||smtwtt s|{smtwtis
1 123 4 s 12 3|1 23 45 6 7 12 3

2 3 45 6 7 8[[ls 78 9 wunlles s 7 8 8 0|z 9 101 121512|[56 7 8 8 10n

9 10 11 12 13 14 15| (13 14 15 16 17 18 19| |11 12 13 14 15 16 17| [15 16 17 18 19 20 21| [12 13 14 15 16 17 18

16 17 18 19 20 21 22| |20 21 22 23 2¢ 25 26 |18 19 20 21 22 23 24| |22 23 26 25 26 27 28 |19 20 2 2 23 2 25

22 25 25 | |7 38 2 % 2525 2 28 2 0 3 |2 0 % % 27 »
© rrend Controlsystems
0 31
] TrendioNetwork
Earm Name Summary ® Unscheduled
1@ TechPubsige2
®:! alormSource nfo 300AM
[ Points
s00AM
& config
© schecutes soom
Qll Retry Trigger
B3 AlberyHouselmport 1200PM
o ext
@4 beryHouseErport 300PH
s00Pu
200PH

EventStart 04333 B

© sop:
Sries @® add Edit Priority Prionty Rename Delete Eventoutput ] null [@ true
(&) Hierarchy
@ History 8 WeeklySchedule | ] specialEvents | [m) Properties (D Summary | import completed

Read Schedule from 10 controller | 7] Save (3 Refresh | Write Schedule to 1Q controller |

4. Click Add. The Add dialogue box is displayed.

Add |
Name
Type |Date
Any Weekday 28 Oct 2016 [:::]
OK Cancel
S. Give the event a suitable Name (e.g. Bank Holiday) and enter the required date information.

6. Click OK.
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7.

10.

Drag the mouse in the time table to set the required ‘on/true’ time(s).

Unscheduled

300 AM

6:00 AM

9:00 AM EOTEY

12:00PM

3:00 PM

6:00PM

9:00 PM

EventStart | 09:00 ZM <
EventFinish |03:00 PM|3

Event Qutput [] null . true

. To add a new time period: Drag the mouse in the required white area of the grid.

. To make adjustments to existing time periods: Drag the top or bottom edge of the green rectangles
to the required time.

. To set all day occupation: Right click the day and select All Day Event.

. To remove a time period: Right click the rectangle and select Delete Event.

. To remove all time periods: Right click the day and select Clear Day.

Right click in the white ‘Unscheduled’ area of the time table and select Schedule Defaults. This will set the
appropriate ‘off/false’ time periods.

300 AM

G000 AM

L00AM RT

12:00PM

3100 PM |false

G000 PM

00 PM

EventStart 03:00 RM/=
EventFinish 03:00 BM =

Event Output [] null | (@ true

Click Save.
Click the Write Schedules from IQ controller button to trigger an immediate download to the controller.
Progress/status messages are displayed at the bottom of the screen.

Note: The data is automatically refreshed once a day.
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17.2.2.5 Controlling Occupation Times Centrally

If IQVISION has been configured to control occupation times centrally, see “Controlling Complex Occupation
Times” on page 53, the times can be changed in several ways depending on the configuration.

Changing the Weekly Schedule
Editing Special Events
Editing the CalendarSchedule

17.2.2.5.1 Changing the Weekly Schedule
The weekly schedule determines the occupation times for a normal week, i.e. no Special Events apply.

1. In the Nav tree open My Host > Station(IQVISION), navigate to the required BooleanSchedule.
2. Double click the BooleanSchedule. The Scheduler is displayed in the view pane.

3. Select the Weekly Schedule tab.
4. Specify the required occupation times:
. To add a new time period: Drag the mouse in the required white area of the grid.
. To make adjustments to existing time periods: Drag the top or bottom edge of the green rectangles

to the required time.

. To set all day occupation: Right click the day and select All Day Event.

. To a apply a period a day’s times Monday to Friday: Right click the day and select Apply M-F.

. To remove a time period: Right-click the rectangle and select Delete Event.

. To remove all time periods for a day: Right click the day and select Clear Day.

. To copy a day: Right click the day and select Copy Day then right click the day the times are to be
copied to and select Paste Day.

5. Click Save.
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17.2.2.5.2 Editing Special Events
Special events enable different occupation times to be used on specific days.
1. In the Nav tree open My Host > Station(IQVISION), navigate to the required BooleanSchedule.

. Double click the BooleanSchedule. The Scheduler is displayed in the view pane.
3. Select the Special Events tab.

TR, e e e saees i)

File Edit Seach Bookmarks Tools Window Help

- Nav ( Provpage 4 Prevhonth | Today | NextMonth b NextPage b
L4 Jan 2017 Feb2017 Har2017, Apr2017 May 2017 Jun 2017
smtwt ts|{smtwtts/{smtwtts/lsmtwtts/lsmiwtts|fsmetwtrs
T2 45 61 T2 e 1203 4 [ 123450 12 s
s swunnul|s 678 wullsersswullzsssers|[rssnwunnlessrasn
1516 17 18 19 0 21 |12 13 14 35 15 1 18 |12 13 26 35 36 17 38| [ 10 11 12 13 14 35| [14 35 25 7 28 39 20| |11 12 13 36 35 a6 w7
e o e e |
2 2 % 2 mamswn ||[numsunnlnsna 55 2w @
B0
Name  Summary ® [Unscheduied
Bt Reference: sotiMasterS20TImeS205cheduiesBankioldays
Sankcolday  DateRange: 19F¢b 201728 Feb2017 soomn
» © MasterTme schedules
» @i
» B ety ao0an
» @ History
- sooan
~ Palette B
- B [§ et
=2 12:00PM
» B8 Bocleanschedule:
sooen
» B stringschedule.
» BB colendarschedule coomm
» BB Trggershedule
e sooen
» B stringscheduleselector
» B8 EnumscheduleSelector
Euentstat (01515 B
eventrinsn (01215 24
@add @ edit Priority W priority [[]Rename X Delete Eventoutput [] null (@ true
B wesktySchedule [ Secialvents | [@ Properties (D Summary
_ Eswe | Orefresh

-
4. Specify the required Special Events:

Add a special event
. Click Add. The Add dialogue box is displayed.

B2 add [
Name
Type Date
Any Weekday 28 Oct 2016 :::]
0K Cancel
. Specify a name for the special event in the Name box.
. Select Date or Date Range in the Type box.

Do NOT select any of the other options in the Type box as they are not supported by the controller
and will cause problems.

. Specify the date(s) the special event applies to:

Date: Specify the day month and year in the appropriate box.

Date Range: Specify the day month and year for the beginning of the range in the appropriate box in
the top row and specify the day month and year for the end of the range in the appropriate box in the
bottom row

. Click OK.
. Edit the times - see “Edit the times” on page 115.

L]
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Edit the times
. Click the special event for which the times are to be edited.
. To add a new time period: Drag the mouse in the required white area of the grid.
. To make adjustments to existing time periods: Drag the top or bottom edge of the green rectangles

to the required time.
. To set all day occupation: Right click the day and select All Day Event.

. To remove a time period: Right click the rectangle and select Delete Event.
. To remove all time periods: Right click the day and select Clear Day.
. To ensure non-occupancy outside the specified periods right click the day and select Schedule Defaults.

Rename a special event
. Right click the special event that is to be renamed.
. Click Rename. The Rename dialogue box is displayed.

@ Enter Name EENVS;(BBTEY]

0K Cancel

. Enter the new name.
. Click OK.

Delete a special event
. Right click the special event that is to be deleted.
. Click Delete. The Confirm dialogue box is displayed.

@ Delete "BankHoliday"

SR

. Click Yes.

5. Click Save.
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17.2.2.5.3 Editing the CalendarSchedule

If a CalendarSchedule has been added to specify days different occupation times are used, these days can be edited

by add or removing events from the CalendarSchedule.

1. In the Nav tree open My Host > Station(IQVISION), navigate to the required BooleanSchedule.
Double click the CalendarSchedule. The Scheduler is displayed in the view pane.

3. Select the Special Events tab.

o zpsem o T . 1 i)

File Edit Seach Bookmarks Tools Window Help

4 PrevPage 4 PrevMonth _Today | NextMonth b NextPage )

Feb2017 War2017

smtwtfs|lsmtwtrs|ls

Apr2017 Way 2017 Jun 2017 2017
mtwtts|[smtwtrslfsmtwtrsllsmtwtrs

nnnnnnn

s wulls 6789 w0u|lz

216w s T
102 2225|8200 258 s |6

% 7%

sz ||z
50

111111
...... 78 9wnnnllesereomnllzsese s
101112 13 2 15] 16 15 16 7 38 19 20|12 2 13 14 15 16 7[5 0 ;2B w s
s 19 20 21 2| (21 22 23 26 25 2 27| [18 18 0 2 2 3 %16 7 818N N2
%25 25 27 3 B |32 % swansen ||[swssase
B

4. Specify the required date:

Add a date

. Click Add. The Add dialogue box is displayed.

Name

Type Date

Any Weekday

26

Jan

0K Cancel

e 202020 W)

2017 B

. Specify a name for the special event in the Name box.
. Select Date or Date Range in the Type box.

Do NOT select any of the other options in the Type box as they are not supported by the controller

and will cause problems.

. Specify the date(s) the special event applies to:

Date: Specify the day month and year in the appropriate box.

Date Range: Specify the day month and year for the beginning of the range in the appropriate box in
the top row and specify the day month and year for the end of the range in the appropriate box in the

bottom row.

. Click OK.

|
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Edit a date
. Double click the date that is to be edited.
. Edit the date as required.

Rename a date
. Right click the date that is to be renamed.
. Click Rename. The Rename dialogue box is displayed.

I

@ Enter Name  [sba®:in EENLY

0K Cancel

. Enter the new name.
. Click OK.

Delete a date
. Right click the date that is to be deleted.
. Click Delete. The Confirm dialogue box is displayed.

3 Confirm

@ Delete "ChristmasDay"
"Ves1 Mo

. Click Yes.

5. Click Save.

- _____________________________________________________________________________|
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17.2.2.6 Viewing a History (Graph)

1. In the Nav tree open the History folder (Station > History).
. Open the folder for the required controller.
3. Double click on the history that you wish to view. The Chart view is displayed.

L . S EESSSSSS— e oo e—

o Hso Pou
B © B Today -@aaABdOoOo &
P011_Knob2@5mins @ Po11_Knob2@Smins
0

17.2.2.6.1 Viewing Multiple Plot Graphs

To add another plot to the same chart:
1. Drag the required history from the Nav tree onto the Chart view.

17.2.2.6.2 Adjusting the Displayed Information

To change the displayed time period:
1. Use the selector (at the top left of the Chart view) to choose the required time period.

To change the horizontal scale:
1. Mouse over the appropriate scale until the cursor changes to a double arrow.
2. Drag the mouse left or right to change the scale.

To change the vertical scale:
1. Mouse over the appropriate scale until the cursor changes to a double arrow.
2. Drag the mouse up or down to change the scale.

17.2.2.6.3 Viewing the Source Data

To view the source data in table form:
1. Click the View Changer and select History Table.

17.2.2.6.4 Exporting a Graph or Data Table

In the Nav tree, right-click on the required history and select Export. The Export dialogue box is displayed.
In the Select Exporter box select the required export type and file format.

Choose the export method (e.g. Save to File).

Click OK.

D=
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17.2.2.6.5 Viewing Live Updates

1. View the desired plot (as described above) and change the view to History Chart.
2. Click the Play button F to start getting history updates. At the bottom right corner of the window the
message ‘Waiting on first Live Update...” will appear.

3. When the time period (setup in 8.2.7) has elapsed the message will change to show ‘Last Live Update’ with
the date and time of the update.

Note: If you zoom in on the chart, live updates will not be visible anymore. If you need to see values that are
not visible on the chart you need to switch to History Table view - see 17.2.2.6.4.

17.3 Start the IQVISION Station

1. In the Nav tree open My Host > Station(IQVISION) > Platform > Services.
2. Double click Application Director. The Application Director is displayed in the view pane.

[Tl] Welcome to IQUISION =[O s

IQVISION File Edit Search Bookmarks Tools Window Help

] [ m] o & O 0 = [~
My Host : UKOYLTGFPQQT2.global.ds.honeywell.com Platform # Application Director -
- Nav Application Director
¥ o S Connected to localhost
ame Type Status Details Auto-Start  Restart on Failure [

-Q My Host - UKOYLTGFPQQT72 global « i m “ g
» @ My Fle System 1QVISION_Demo  station Idie Tox=n/a foxs=n/a,hitp=n/a,htips=n/a false rue

» O My Modules
v Platform

[ Auto-start

Restart on Failure:
@ Application Director [ st |
© certificate Management [ |
@ Lexicon Installer
@ License Manager
Q Piatform Administration -
@ station Copier
€ TCP/P Configuration

» @ Remote File System

Output Settings

3. Click Start. The station will be started, check that a ‘Station Started’ message is shown.

QUISION [E=C ==
File Edit Search Bookmarks Tools Window  Help
<4 O- o a O o - = B
My Host : UKOYLTGFPQQT2.global.ds.honeywell.com (IQVISION_Demo) © Platform #  Application Director ~
- Nav Application Director
¥ o & wy Network Connected to localhost
Name Type Status  Deails Auto-Start Restart on Failure ©
~ @ My Host: UKOYLTGFPQQT2.global.ds.honeywell.com (IQ -
£ IQVISION_Demo  station Running  fox=n/a.foxs=4811 http=n/a,hittps=443 _true true
b @ uyFilesystem
> © wyModules INEO [nre] Leunching Niagara Runtime Environment [ Auto-Start
INFO [16:10:02 27-Oct-16 BSI] [nre] Booting,
» T Platfarm 27-0ct-16 BST] [sys] Logging initialized [ Restarton Failure
= = S 27-Oct-16 BSI] [sys.registry] Up-to-dace [g2ms]
@ Station (IQUISION_Demo) S 27-Oct—16 BST] [ays.registry] Loaded [40ma] Start
05 27-Oct-16 BST] [baja] License file not loaded - Honeywell.license [inval
65 27-Oct-1€ BST] [baja] License file not loaded — Trend Comtrol Systems Tt Stop.
3 27-0ct-16 BST) [svs) Nisgara runtime booted ("CiVNiageraWiagara=:.2,36.34-

S 370ct 16 BST] [sya) Loading -0 Vo IS

" Reboot

7 27-0ct-16 BST] [sys] Services Initialized (328m3) Kill

7 27-Oct-16 BST] [sys.mixin] Updated [Oms]

7 27-0ct-16 BST] [vagdictionary] Niagara tagdictionary i3 out of date or has | _Dump Threads
7 27-Oct-16 BST] [tagdictionary] Niagara tagdictionary has been reloaded.

7 27-Oct-16 BSI) [sys.mixin] Updated [Oma] Save Bog

7 27-Oct-16 BSI) [web] Jetty web server startad on HTIPS port 443 .

2 27-0ct-16 BST] [fox] FOKS server atarted om port [4911] _Verify Software |
08 27-Oct-16 BST] [= £ 4.2.3

1e:10: onment
INFO [16:10:08 27-Oct-16 BST] [sfs] *+* Station Startea |1 was E—
nisgara>INEO [16:10:03 27-Oct-14 B5T) (histoxy db] Starcjay ssync wermup of history config _ CloarOutpw
INFO [16:10:09 27-Oct-16 BST] [hiSTS BYY contig indes wammip completed in | | pause OuEpuE
Output Dialog

Stream To File
Output Settings

**% Station Started

u I o T allel TV

]
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Using the Extended Support Options

APPENDICES

A1 USING THE EXTENDED SUPPORT OPTIONS

IQVISION has the following extended support options that can be purchased:
IQV-0OPC Extend the open protocol points with OPC client connectivity
IQV-DB-CSV Extend the capability for the supervisor to interact with Microsoft Excel

IQV-DB-SQL Extend the capability for the supervisor to communicate SQL

In order to use these options it is necessary to licence IQVISION with the appropriate licence - see “Licensing

IQVISION” on page 23.

For details of configuring and using these option refer to the Tridium documentation.

-]
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